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ABSTRACT

The diversity of Instruction Set Architectures (ISAs), each with unique limitations and optimiza-
tion strategies, presents both opportunities and challenges in processor design. Modern processor
vendors leverage these ISAs to enhance security, reliability, and performance. Recent security vul-
nerabilities, notably Spectre and Meltdown, have underscored the importance of robust hardware
security measures. The recent discovery of attacks such as Specter and Meltdown had a high im-
pact on the vendors regarding hardware security. Processor micro-architectures are susceptible to
side-channel attacks, which exploit information leakage to identify vulnerabilities. Techniques
such as speculative execution and branch prediction, commonly employed by processors from
AMD, Intel, and ARM, while beneficial for performance optimization, inadvertently create av-
enues for such attacks. Additionally, the practice of out-of-order execution, designed to maximize
efficiency, can be manipulated to form side channels, further compromising security. Additionally,
shared memory resources, particularly cache memory, are another vector for attack. By analyzing
access patterns to shared caches, attackers can construct cache-based side channels, facilitating
sophisticated attacks like FLUSH+Reload and Prime+Probe.

In response to these threats, this work proposes a comprehensive mechanism for securing pro-
cessor micro-architectures against side-channel attacks. Our methodology comprises five stages:
(1) identifying and developing attack vectors, (2) compiling these attacks across various architec-
tures, (3) scripting simulations using the Gem5 tool, (4) running these simulations, and (5) analyz-
ing the resultant attack traces to understand and mitigate vulnerabilities. These stages are detailed
in the next paragraphs.
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1 Introduction

To analyze the behavior of these attacks, we run these attacks using the state-of-the-art tool
named Gem5 [LPAA+20]. It is a cycle-accurate simulator, which means that it simulates
each cycle of the hardware. There are two types of simulation modes that are offered by
Gem5: System Emulation (SE) mode, and Full-System (FS) mode. FS mode simulates the
entire hardware and software stack like the Operating System (OS). On the other hand, the
System-Emulation (SE) mode uses only the hardware components such as processors, cache
memory, etc., it operates at the application level, not requiring any OS to boot up.

Our methodology involves five stages. Fig.1 shows all the stages that involve decoding
the behaviors of the attacks. Stage 1⃝ we analyze the attacks, in stage 2⃝ we compile them
for different architectures by using the cross-compilers, in stage 3⃝ we make the simulation
scripts and in stage 4⃝ involves the simulation. At last, we analyze the traces of the attacks
in stage 5⃝.

Gem5 is the state-of-the-art tool for architectural research [LPAA+20]. In the first stage
1⃝, we reproduce the attack vector, which includes the Spectre attack for x86 and ARM ar-
chitectures in SE mode and FS Mode. Additionally, we reproduce attacks involving cache-
based timing attacks such as Flush+Reload [YF14]. For this, we reproduced it for the x86 ISA
[Dom17], and for ARM, we use Aarch64 for cross-compiling [GS05].

Figure 1: Methodology: Reproducing attack library, cross-compile for Aarch64 ARM, gener-
ate Python scripts, run Gem5 simulation, and analyze traces.

In stage 2⃝, we use the (aarch64-linux-gnu-gcc) cross-compilers for the attack vec-
tor to make a binary executable file. After the compiling stage, we make the configura-
tion scripts in stage 3⃝, this script in Python is for Gem5 to set the interconnects between
the cache and appropriate processors, use out-of-order (O3) processors [LTS+08] with the
branch-predictor [WX22](LTAGE). To see the behavior of the attacks, we also set two levels
of the cache hierarchy; Level-one data-cache of size 256kb with level-one instruction-cache
of size 128kb and level-two cache size of 512kb.

In stage 4⃝ we simulate setting up all the scripts with the appropriate binaries. We first
simulate SE mode, in the simulation mode, we only simulate x86 ISA and ARM as for the
transient execution attacks, we use the O3 processors with the branch predictor, our simula-
tion takes 34178552000 ticks for the successful completion of the Specter attack, and we also
run the attack in FS mode [LPAA+20].

In the last stage 5⃝. off our methodology, we dump the traces of the simulation into a
separate file named trace.out file, which includes all the details of what is happening on each



tick and also gives the details about the cache hits, cache misses, which cache line is accessed,
and when it is flushed from the cache. Analyzing these traces, we analyze the behavior of the
attacks and their patterns. We also use a tool named Konata for the graphical visualization
of each trace entry in the trace file that gives us the pipeline visualization. By using this tool
we can decode the behavior of the cache-based side channel attacks[YF14] and the transient
execution attacks[KHF+20]. For further work, we will use this decoded pattern and analysis
of attack traces to make the tool for detecting these attacks automatically.
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