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What is Medicare fraud:

• billing for appointments that the patient did not keep, 
• billing for services more complex than those performed
• billing for services not provided
• billing for unnecessary medical services etc...

In Europe: 13 billion euros per year to 
European citizens
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In France : over 200 billions € public spends per year
• 2018 => 261,2 millions € 
• 2019 => 287 millions €
• At least 2.4 billions since 2005  
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Consequences:
• increase in public funds/Mutual
• Causes an imbalance between contributions and benefits.
• increase in contributions 
• interferes with the efficiency of the care of customers who really need it
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FRAUD DETECTION SYSTEMS

Manual reviews
• slow

• time-consuming

• often unnecessary. 

Rules based
• uses correlation and logical comparison of 
data to identify potential fraud based on 
insights gained from previous (known) fraud 
incidents. traditional

• They generally use methods of data analysis 
• require complex and time-consuming 
investigations that deal with different 
domains of knowledge like financial, 
economics, business practices and behavior.

• Difficult to update: new fraud pattern, new 
laws etc.

Machine Learning based 
• identifies suspicious patterns and 
behaviors 

• analyze clients current patterns and 
transaction methods. 

• It can analyze these behaviors faster 
and more efficient than any human 
analysis and as a result, it can 
quickly identify if there is a 
deviation from normal behavior.

• The final decision is made by human 
expertise
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Machine 
Learning



ARTIFICIAL NEURAL NETS FOR FRAUD DETECTION



IMBALANCE DATA  CHALLENGE

Data level methods: random oversampling (ROS), random undersampling (RUS)

Algorithm level methods: Weighted loss, Focal loss, Etc.



CMS DATA 
Origin: Centers for Medicare & Medicaid Services (CMS) 01

Inpatient Data : information on patients admitted to 
hospitals

Outpatient Data : information on patients who have 
visited the hospital without being hospitalized 
there
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Beneficiary Details Data: contains data on the 
patient's state of health and socio-demographic 
characteristics (age, sex, place of residence, etc.)03
Outpatient Data : information on patients who have 
visited the hospital without being hospitalized there03



Our model’s architecture



EXPERIMENTAL RESULTS

Our model outperform the other classifiers:

• Best AUC

• Best recall

• Best G-means

Highlights:
• Takes into account the provider level features

• Separate sources of information

• Robust to data imbalance:

• The latent features have strong clustering power 

that makes it easier to classify fraudulent invoices

We need enough historical data to model the 

provider behavior: can be difficult for a new 

provider
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