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ABSTRACT
This exploratory paper intends to drive preliminary insights on the
different mental models accountants and blockchain developers have
on the implementation of blockchain for accounting. Based on the
question of whether blockchain applications for accounting could be
revolutionary, this paper employs a ground theory methodology based
on semi-structured interviews and concept analysis to highlight the
different approaches to transparency and trust between the selected
groups, the challenges of blockchain and the potential effects of this
technology in accounting. Although deeper studies are needed, the
conclusions highlight the socio-technical nature of accounting; the
relevance and changes of the concepts of trust and transparency when
marrying both disciplines; and the real relevance of this technology
for the processes of auditing and accounting.
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1 INTRODUCTION
Since its first implementation in 2009 [41], blockchain has become
a buzzword and made headlines in all forms of scientific research
and social media, all emphasazing its decentralization features. More-
over, its applicability is being tested in a wide range of fields, includ-
ing finance [56], healthcare [2] and more. In fact, a recent study by
consultancy firm has shown that for more than 52% of companies,
blockchain is one of their top priorities [36]. However, companies
also expressed concerns regarding certain elements in blockchain -
such as regulations [8].

In mainstream media, blockchain has been advertised as the pin-
nacle of transparency and trust, and as a solution to many problems
in those fields [16, 55]. Yet there appears to be little evidence to sup-
port these claims, most of them being simple iterations on the fact
that blockchain is tamper-resistant. However, there has also been this
vision of the blockchain as trust-less, given that all the information is
present and there is no need to trust a central authority, such as banks.

This article is a interdisciplinary approach, which delivers prelim-
inary results. We use the accounting realm as a use case for investigat-
ing these claims, as it has been widely acclaimed that blockchain will
automate the accountant’s job [14]. The objective of this study, first
carried for a workshop on transparency and trust, is to carry out an ex-
ploratory research on the relationship between transparency, trust and
blockchain in accounting. It particularly aims to start understanding:

(1) how blockchain may change mental models of trust and trans-
parency;

(2) whether blockchain applications for accounting could be rev-
olutionary or merely a "fashion-fad".

Our hypothesis is that accountants and blockchain developers
have divergent mental models of transparency and trust, given their
academic background. Given this divergence in mental models, the
design and architecture of blockchain systems is directly impacted. In-
deed, the accountant’s system requirements of transparency and trust
of don’t necessarily align with what developers have in mind. However
blockchain infrastructure for accounting (given the right parameters
and characteristics) can, even with its failures, act as a support for
accountants and auditors, enabling them to substantially minimize the
issue of accessing a truthful source for accounting entries metadata

https://doi.org/10.1145/3407023.3409193
https://doi.org/10.1145/3407023.3409193


ARES 2020, August 25–28,2020, Virtual Event, Ireland Claudia Negri Ribalta, et al.

(e.g. who input the data, when, under which pretenses, etc) if require-
ments are correctly elicited. Since accounting is essentially a human
process, blockchain based accounting will definitely not solve human
mistakes in the accounting entries or the financial reports produced;
nevertheless it will aid accountants in their job as a tool.

Our preliminary findings support this hypothesis. They also show
that blockchain developers have a different mental model about trans-
parency and trust compared to accountants, as their expectations on
how blockchain can impact the accounting practice differs.

The papers is divided as follows. First, we explore related work,
then in section Section 3 we expose the definitions use in our frame-
work, as well as a statement of the problem. Then we expose our
methodology for carrying the interviews, before presenting the re-
sults, and then analyzing them. Finally, we briefly discuss the limit
of our study before concluding.

2 RELATED WORK
Blockchain can be a very powerful tool for storing data that is required
to last over time. In other words, it is a tamper-resistant ledger, i.e.
a database that resists modification. From an industry perspective,
various professional services have reflected on how blockchain tech-
nology may impact different industries [8, 15, 19, 20]. Yet, academia
has reacted slower to the phenomena. Only recently have other ar-
eas of study, apart from cryptography and computer science, started
researching blockchain’s impact. Some notable examples are Dai
and Vasarhelyi [11], and Yermack [60] who have researched the po-
tential impact of blockchain in financial services. The conclusions
from both authors are similar: blockchain enables faster, cheaper and
autonomous financial activities that are normally associated with a
high time investment, such as balance sheets, fraud detection, storage
of the data, interalia. This reflection coincides with the conclusion
that professional services have on blockchain.

Blockchain could also potentially enable real-time accounting
[11, 20, 60]. For example, auditors will be able to check every transac-
tion made by a company and thus replace the current random sampling
technique [19]. It could also allow for daily accounting data aggrega-
tion, creation and reporting, lowering risks for potential investors.

Similarly, Billing [8] surveyed over 600 executives in 15 countries
and "found that 62% of the respondents have some blockchain project
in development" . Yet, the same survey also highlighted that the three
mains barriers to adopting blockchain are regulatory compliance, lack
of trust from users and the ability of bringing networks together (each
barrier being a preoccupation for more than 45% of the respondents).

Having built-in smart contracts to carry out the jobs that auditors
were carrying before - such as cash flows or balance sheet - doesn’t
necessarily imply that the results are going to be lawful or trusted
by other parties. As expressed by Deloitte [15], blockchain-based
accounting systems will still require auditing to ensure that the system
is working properly, and several other topics. For example, although it
might be possible to see the (open) source code of the smart contract,
it isn’t always plausible to infer the behaviour.

Our research focuses on understanding how two particular require-
ments (transparency and trust) are perceived by the accountant. We
then compare their mental models about transparency and trust with
blockchain developers. With this data in hand, we try to understand
how blockchain could potentially impact the these two requirements

in the field of accounting. We carry out this research in an interdisci-
plinary manner, with a grounded-theory methodology. Our results are
relevant for further development of blockchain systems, as stakehold-
ers expectations play a key role in the adoption of said systems. To
the best of our knowledge, this is the first time a systematic compar-
ison between mental models of the users (here accountants) and the
developpers is carried in the context of blockchain. As such, our study
does not draw definitive conclusions, but rather preliminary results.

3 PRELIMINARIES
3.1 Transparency
Transparency is a concept that does not have a unified definition.
There is vast academic research on its meaning and operationaliza-
tion, yet no consensus on what it specifically means [39, 50]. It has
been recognized that given the different conceptualizations of trans-
parency, there has been an abuse of conceptual stretching [5, 39, 48].
It is thus important to clearly define transparency for this article.

There is unanimity that transparency is related to information and
its disclosure. Different languages described transparency as an ad-
jective for that something can be “seen through”. Combining both
conceptualizations, it is possible to conclude that at the very least
transparency is about disclosure or access to information [4, 5, 39, 50].

However, the availability of information without an objective, con-
text or substance, does not necessarily enable inferability about the
object in question; i.e. it does not necessarily allow to “see through”.
That’s why various authors have proposed that one key variable for
transparency is information quality [28, 39, 43, 50]. As identified by
[50] there is a research gap on a canonical definition of information
quality, with divergent views between academics on whether this
concept is tied to disclosure, clarity or accuracy of information.

We drawn upon this theoretical framework of transparency to de-
fine the working concept for this paper. We take “a three-dimensional
model of transparency” that identifies it as a “perception of the quality
of intentionally shared information from a sender and emphasizes
that transparency is a function of information disclosure, clarity and
accuracy” [50]. Disclosure means that the information available is
relevant and shared in a timely way [50], available and accessible
[28, 39]. By clarity, we refer to the inferability of the information
[28, 39], being comprehended by the receiver [50], without industry
terms [43] and understandable [McGaughey, 2002 in 50]. Finally
accuracy means that the information is reliable, meaning that is hasn’t
been tampered with [28, 50].

These definitions are wide enough for being used in different cases
without falling into conceptual stretching [48]. They allow for a clear
analysis of transparency in accounting practice and blockchain im-
plementations, as their focus is on the information rather than solely
on the means on how information is distributed.

Finally, the aforementioned concepts are intrinsically related and
similar to the IFRS’s CC5 and CC19 (standards in the accounting field)
definitions of relevance, faithful representation, comparability, ver-
ifiability, opportunity and comprehensibility [32]. We have decided
to work with a broader definition for trust and transparency since
blockchain applications outreaches accounting.Therefore, restricting
trust and transparency to the IFRS’ conceptual framework will force
us to overlook some of the issues with this technological application.
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3.2 Trust
Similarly, trust is complicated to define [24]. Depending on the con-
text, authors define and adopt various definitions of trust [35]. In
addition most definitions of trust are based upon specific empirical
testing rather than conceptual analysis [38].

In many cases, trust is defined as “a psychological state compro-
mising the intention to accept vulnerability based upon positive expec-
tations of the intention of the behavior of another” [10, 13]. Similarly
Tomkins [57] examines the interaction between accounting informa-
tion and trust in inter-organizational relationships and concludes that
trust is “the adoption of a belief by one party in a relationship that the
other party will not act against his own interests. . . with the absence of
detailed information about the actions of the other party”. According
to Neu [42] trust is defined as “social and constitutive expectations
common to all exchange participants and consists of process based,
character based, and institutional based”.

Giddens’ work has been inspirational in the domain of trust in
systems [25, 26]. According to the author, lack of information is a
prime requirement for trust and therefore trust becomes confidence in
the reliability of a person or system - regarding a given set of outcomes
or events - where that confidence is expressed as faith in the correct-
ness of abstract principles (technical knowledge). In this article, we
follow Guiddens’ [25, 26] definition of trust, complementing it with
Neu’s [42]; that’s to say, trust is a human process, that sets expectation
about the reliability on the other party actions, meaning they won’t
act against the other party’s interest.

Based on these definitions, blockchain can be defined as a trust-
free technology, given that all the required information is present,
thus there is no need to rely on, have faith in, or take any risks. This
concept of blockchain being trust-free was introduced and discussed
by Greiner and Wang as well [29], and later challenged by Lustig and
Nardi [37], as well as Fröwis and Böhme [23].

From a computer science perspective - particularly from security
- other definitions are given for trust. The concept of "trusted user"
or rather of "honest" user is defined as someone who will strictly
follow the protocol and as such not try to take advantage of the data
they receive [12]. On the other hand, a "malicious" user can deviate
from the protocol as much as they like [3], for instance by changing
values or impersonating other users . Between these two extremes,
a variety of attackers has been described. The most common one is
probably the semi-honest adversary: it is usually defined as a user
which "correctly follow the protocol specification, yet may attempt to
learn additional information by analyzing the transcript of messages
received during the execution" [3]. While other adversaries exist (fail-
stop, covert...), semi-honest adversaries are the most common in the
literature. Hence, cryptographic protocols do not necessarily require a
full amount of trust in the participating parties: they rather define what
amount of trust they are willing to concede and build attack-proof
(or attack-resistant) protocols on top of these assumptions. In this
context, anonymity is not guaranteed in Bitcoin against a honest but
curious adversary, even though solutions exist [30, 33].

3.3 Trust and Transparency in Smart Contracts
Smart contracts (programs whose execution does not rely on a trusted
authority) were first proposed in 1990 [54]. While, in a blockchain,
data are stored in the ledger, smart contracts are the part embedding

the business logic. Though Bitcoin proposes a small set of nontrivial
operations such as multisignature wallets, the first and most iconic
blockchain with implementation of smart contracts is Ethereum [58].

Given that smart contracts execution can be replicated by anyone,
the need of trust in correct execution is lifted in blockchain using
smart contracts. Because smart contracts’ code is publicly available
on the blockchain, it is often easy to infer what a smart contract does,
and test its correctness on one or several instances. Hence, smart con-
tracts are often advertised as a solution for increasing transparency,
in applications such as finance, notary tasks, or gaming [19, 22].

However, open-source does not imply that the code is certified
to work as expected, thus contradicting the underlying criterion of
accuracy. For instance, because of classical results about undecidabil-
ity, it is impossible to build an algorithm certifying the behavior of
every possible smart contract [47]. Incorrect execution can spawn
from three different causes: a genuine bug, a malicious payload, or a
correct smart contract, but following bad or ambiguous specifications.

While, to the best of our knowledge, there is no evidence of inten-
tionally malicious smart contracts for the moment, the risk cannot
be excluded. For instance, in the open-source community, there are
many examples of malicious libraries [1, 9, 40]. Sometimes, the vul-
nerability is a hidden mathematical weakness in the protocol, making
it hard to even detect the presence of said vulnerability. For instance,
it is widely assumed [7] that the cryptosystem DUAL_EC_DBRG
has been crafted by the NSA to embed such a vulnerability. Bugs in
open-source code can also have critical repercussions, such as the
undetectable Heartbleed attack in 2014 [18]. In the world of block-
chain, the DAO hack caused a breach of 3 million Ether (then worth
54 millions euros) because of a previously undetected bug [17].

We furthermore remark that open-source code can also be obfus-
cated. In our framework, obfuscated code is not transparent, as it lacks
clarity (inferability on the behaviour of the smart contract). More
pragmatically, reverse engineering is a popular activity, and smart
contracts do not qualify as an exception [31], which proves that some
pieces of code can be obscure by design, even on blockchain.

On a similar note, some programs are precisely designed to lower
information disclosure to its bare minimum with zero-knowledge
(ZK) cryptography. ZCash [49] is a pioneering cryptocurrency in
that domain, and has implemented a blockchain in which all trans-
actions can be ZK. We remark that while we get the accuracy (users
can deduce all transactions are valid), we do not get any information
disclosure (we know nothing else than the validity of the transfers),
nor clarity (ZK proofs are not made to be human readable).

Therefore, the notion of transparency in code cannot be immedi-
ately deduced by presence of open-source algorithms, even in block-
chain. An effort to characterize the qualities that a smart contract
should have in order to be considered as ‘trustless’ is made by Fröwis
and Böhme [23]. Notably, they examine how the flow of execution
must be protected, what guarantees must be held to certify integrity
over time, and so on.

4 METHODOLOGY
Trust and transparency are two unclear concepts, which we have tried
to narrow down and define in the previous section. Some scholars
have already noticed this use of both words as buzzwords, even before
the invention of blockchain [6, 46].
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Given the nature of this study, we have carried out a qualitative
research, based on semi-structured interviews. We defined our two
study groups, chartered accountants and blockchain developers. Once
the interviews were collected, the interviews were coded and ana-
lyzed. We then proceeded to compare the answers from both groups
and understand their mental models of transparency and trust.

In grounded theory methodology, theoretical sensitivity - as out-
lined by Strauss and Corbin [52] - comes from literature review,
professional experience and analytic processes that help the under-
standing of the phenomena. Therefore, in order to carry out this
research and given the nature of the subject, an extensive literary
review on the subject of transparency, trust and accounting and secu-
rity in smart contracts was carried out. This literary review was done
before the interviews were carried out.

Next, the grounded theory methodology requires opening the sur-
vey (or interview in this case) sample to diverse groups. We have
identified these two group of actors as our groups of interest: chartered
accountants and blockchain developers. We interviewed 13 chartered
accountants and 14 blockchain developers. Both groups had various
levels of experiences (we interviewed junior, mid and senior levels)
for diversity reason. However, the level of expertise wasn’t taken into
account in our analysis. This is further discussed in threats to validity.

We decided to carry out semi-structured interviews to chartered
accountants and blockchain developers, based on the theoretical sam-
pling method, in which "researchers seek and sample data that informs
their theoretical categories" [53, p. 375]. Semi-structured interviews
were deemed the best method as it gave us enough control to compare
answers but also giving us more latitude to ask interviewees about spe-
cific topics, based on their answers. "Theoretical sampling is a tool that
allows the researcher to generate theoretical insights by drawing on
comparisons among samples of data" [27, p.874]. We decided to carry
out interviews, as we seek to compare our identified interest groups’
views and mental models on transparency, trust and blockchain, to
better understand why it is being suggested that trust and transparency
will evolve as concepts and if there are disagreements between the
groups about this. In addition, we seek to compare how they think
blockchain might affect the accounting realm and whether if there
is an agreement on the potentials of blockchain for data processing.
Given this, interviews were deemed as the best data gathering method.

Furthermore, the article is a a preliminary research, given that there
is a gap in the literature about the subject particularly from an interdis-
ciplinary perspective. Ergo, given these conditions, it was preferable
to gather qualitative data over quantitative data, to gain further insight
of the phenomena. It also aims at opening a new area of research.

Lastly, semi-structured interviews were selected as a method, as the
research has defined objectives. This allows us to compare the answers
from the interest groups, with certain control. However, some freedom
was given to the interviewees to express other opinions, in case unfore-
seen issues arise. We developed a set of questions that were asked to
both groups. These questions where carefully designed, as to avoid any
bias or have underlying suggestions. The interviews were recorded
and transcribed with interviewees having no chance to prepare their
answers beforehand. The questions can be found in the extended ver-
sion of this paper online.We were careful not to guide respondents on
their answers, and not make them feel uncomfortable while answering
[34]. Furthermore, interviewees were not briefed about blockchain
nor accounting before answering, as this allowed us to get a better

insight of their own mental model. The interviews were voluntary, no
compensation was given, the interviewees were explained their rights
and the goal of the study and had to sign a consent form.

The interviews were then anonymized to prevent any biases during
analysis. The transcribed text was afterwards analyzed by two of the
authors, to identify key words that appear repeatedly through the
interviews, main message, concepts, among others through the NVivo
software. Our guiding questions when carrying out the axial coding
were: What are the main ideas of the answer? What is the interviewee
trying to say here? What does it mean when referring to - for example
- transparency and what does it imply? Is it possible to break up in
more concept what the interviewee is saying? How does the answer
relate to our theorizing? The NVivo software helped us visualize
easier the codes and patterns that appeared through our analysis. This
grounded theory method identifies the open coding stage on the 3
stage of coding [52]. Through the open coding process, we kept a open
mind regarding the concepts that the interviewees used and we were
constantly comparing the transcripts with the other transcripts. In
addition, the interviews were also analyzed and coded through NVivo
to get more robust results about our analysis . In detail, as outlined by
Scott and Usher [51, p. 89] we are utilizing coding and classifying our
interview transcripts by inferring concept’s significance, patterns and
repetitions that develop. Once we have the codes from the interviews,
we proceed to axial coding - the second stage of coding - were we
combine and relate the codes identified through our open code to cat-
egorize them. Then we make these patterns explicit and we elaborate
a set of categories that hold firm in the setting being examined; the
third stage - selective coding - of grounded theory method of coding
approach by [52]. We relate how the informant’s terms associate to the
theoretical ideas that we have developed, and how the same categories
(for example transparency) have different codes between accountants
and blockchain developers, affecting their mental model.

When selecting the sample of accountants, we defined that we
were going to interview accountants from different sectors: financial,
forensic, junior and senior, interalia. This implies a trade-off that
gives us a better insight and saturation [44, 52] on the accountant
group’s mental model towards the subject of study at the expense of
explanatory power.

From a developer perspective, the rarity of blockchain developers
is a challenge. As a consequence, to compensate the possible low
levels of confidence and to achieve partial levels of saturation, we
also interviewed blockchain project managers (PM) and a security
professor (prof.) involved in blockchain projects. We acknowledge
this might have consequence in our results.

Given the shortage of research and academics working on block-
chain outside the field of computer science and information systems,
this article’s conclusions should not be taken as conclusive robust
findings. The idea of this paper is to validate certain hypotheses about
the possible effects that blockchain might have in concepts such as
transparency and trust in the limited context of accounting and com-
pare the mental model of two different groups about the subject. It
aims at opening the field understanding the blockchain effects on
socio-technical issues.

We describe the questions asked. For page limit reasons, comments
of these questions will be available on the online report.

• What is your definition of trust?
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Interviewee Source Length
Dev. 1 and PM Sample frame 25 mins
Dev. 2 Sample frame 22 mins
Dev. 3 and PM Sample frame 29 mins
Dev. 4 Sample frame 24 mins
Dev. 5 and PM Sample frame 27 mins
Dev. 6 and Prof. Sample frame 20 mins
Dev. 7 and postdoc Given by Dev. 6 25 mins
Dev. 8 Sample frame 12 mins
Dev. 9 Sample frame 21 mins
Dev. 10 Sample frame 20 mins
Dev. 11 Sample frame 20 mins
Dev. 12 Sample frame 15 mins
Dev. 13 Sample frame 43 mins
Dev. 14 Sample frame 17 mins
Dev. 15 Sample frame Refused
Acct. 1 Sample frame 17 mins
Acct. 2 and prof. Sample frame 35 mins
Acct. 3 Sample frame 28 mins
Acct. 4 and prof. Sample frame 21 mins
Acct. 5 Sample frame 26 mins
Acct. 6 Sample frame 37 mins
Acct. 7 and 8 Sample frame 23 mins
Acct. 9 Sample frame 13 mins
Acct. 10 Sample frame 13 mins
Acct. 11 Sample frame 18 mins
Acct. 12 Given by Acct. 11 15 mins
Acct. 13 Given by Acct. 11 8 mins

Table 1: Interview details of developers and accountants, with
their experience. Accountants 7 and 8 were answering together.

• “Blockchain isn’t the end of trust, it is the future of trust”. What
is your opinion on that phrase?

• What is the link between blockchain and trust?
• What issues can blockchain address? How and why?
• What does the word transparency mean to you?
• Do you think blockchain will affect accounting? Why? How?
• What are the problems that the blockchain could address in the

field of accounting? How?
• What has been your experience with non-blockchain people,

when implementing blockchain systems? (devs only)
• What have been your problems when implementing block-

chain systems? (devs only)

5 INTERVIEW RESULTS
We carried 27 interviews in total, whose respective summaries can
be found in Table 1. The coding processed was done in NVivo. As
expressed on the methodology section, we first carried out an open
coding process which we then processed in axial coding, whose some
of the results can be found in table 2 1. While doing the axial coding,
1Some example of the coding process. The following quote was coded as availability,
reliability in blockchain effects on accounting “open the record like this [click] and
you’re going to have all the data. You’ll be able to understand immediately". The next
quote was coded as deletion of the middle-man in blockchain effects on accounting as
it was an answer to the effects of blockchain in accounting question "accountability as
a discipline should disappear. As a matter of fact, I find it impossible to justify why the

Figure 1: Simplified representation of accountants and devel-
opers mind models. For instance, accountants perceive that
blockchain must prove its resilience.

we noticed that accountants tended to use the same concepts for refer-
ring to transparency and trust. This was not the case for the blockchain
developers, who appeared to have more divergent codes to explain
concept.

We now share our general results. Given the scope of this study and
the variance of concepts introduced in the interviews, not all codes
can be shared and we only disclose the main highlights.

From these results, we developed a simplified mind model repre-
sentation, available in Figure 1.

5.1 Trust
Accountants. When it came to the mental model of trust, accoun-

tants gave elaborate descriptions and defined it as something that is
more process based, that was situated in relation to a client, market
or an organization. To accountants, trust was not simply quantitative
in nature but rather qualitative, relating to reputation of the actor or
accuracy of the information. The most identified code was reliabil-
ity, discussed by 10 accountants, which they defined as them having
certain expectations on the actions of another actor, the reputation
of that actor or that the actions of the other actor were reliable. The
second most identified code was accuracy, by 6 accountants, which
they explained relates to information being complete, truthful, fol-
lowing standards or accurate (i.e ensuring that the data provided a
good representation of the organization). Finally, a last element that
was identified by 3 accountants, was the history of previous actions
as being influential on their trust.

profession still exists nowadays". Lastly, the next quote was another answer of the effect
of blockchain in accounting and has been coded a availability, reliability, trust shift to
technology, and requirements in blockchain effects on accounting "Blockchain is going
to be the future of reliability, to the extent that you parameterize and style the information,
and gives you the requirements necessary for you to trust this type of information"
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Codes mentioned by not more than one accountant are traceability,
difference between humans and computer trust and action delegation.

When prompted about the relationship of trust and blockchain,
not all accountants gave answers, as 3 of them (Accountants #6, #10
and #13) couldn’t see any relationship. From those who responded
(a total of 10 answers) 7 accountants perceived blockchain as a way
to improve trust. Their explanation included that tamper-proof na-
ture of blockchain and traceability of data. However, 3 accountants
highlighted that presently they don’t trust this technology and that
blockchain should first be adopted by the more influential companies
to trust it. This relates with the idea of trust and reliability.

On another note, 3 accountants believe that blockchain can improve
the transparency or efficiency of trust, explaining that they consider
that blockchains systems give full access to data. When asked to
explain how does transparency relates to trust, these accountants ex-
plained that blockchain gives them access to the history of data and
ensures that the data has not been tampered with and it is accurate
(which partially relates to our theorized model of transparency).

Developers. Unlike accountants, when asked about their defini-
tion of trust, 12 out of the 14 interviewed developers distinguished
between trust in a person and trust in a system (see Table 2). When it
came down to their trust in a person it was quite similar to what accoun-
tants said, highlighting reliability of the actor as critical (8 developers
mentioning it) and historical experiences (5 developers mentioning).

The concept of reliability differs compared to accountants, as devel-
opers usually associate reliability as a property of the system rater than
the participants. While it is important to verify the source of the data,
verifying the authenticity of the participants was less important, be-
cause even if the participant were not honest, the system will not allow
them to act in malicious ways (mentioned by 3 developers). Therefore,
the trust of the developers is on the system, more specifically the code
and the protocol (6 developers mentioned this attribution) .

11 developers mentioned blockchain provides trust in the data due
to the decentralized nature of the technology (or the fact that it doesn’t
rely on a central authority). When asked to explain further, 6 devel-
opers mentioned the idea of traceability of information as granting
trust and also that it is possible to trust that the code would execute
correctly. In addition, 7 developers believe blockchain will create a
new form of trust. For more information see Table 2.

5.2 Transparency
Accountants. When asked about transparency, all the accountant

cohort responded that it was related to information. The four main
codes that accountants identified to be linked to transparency were
information: clarity, accuracy, disclosure and trust. In fact, these pat-
terns and tendencies can be seen in Table 2.

Accountants’ definition of transparency falls in line with our lit-
erary review and theory about transparency. All but one accountant
(Accountant #4), gave us a definition that relates to the disclosure of
the information, and all but 2 accountants related clarity of informa-
tion to transparency.

More specifically, 6 accountants explained that information should
be "meaningful" (with this specific code) and another one explained
that the information should refer to "how the algorithm works", high-
lighting that the sole access to information isn’t a sufficient condition
for clarity. Also, 9 accountants referred to accuracy as something they

Topic Sub-topic Accountants Devs

Tr
an

sp
ar

en
cy Information accuracy 9 6

Information clarity 11 6
Information disclosure 12 5
Technical aspects 2 6
Trust & transparency 5 6

Tr
us

t

Accuracy 6 3
Reliability 10 8
Human vs Computer trust 1 11
History 3 5

Tr
us

ta
nd

bl
oc

kc
ha

in New form of trust 1 7
Improves trust 7 2
Trust more efficient or transparent 3 5
Decentralization 1 11

B
lo

ck
ch

ai
n

ef
fe

ct
s

on
ac

co
un

tin
g

Automatization 0 7
Efficiency and speed 4 4
Availability, reliability 7 4
Elimination of middle-man 0 7
Real time accounting 4 3
Trust shift to technology 5 3
Tamper-proof 4 3
Tool 9 7
Traceability 9 4

Table 2: Number of accountants and developers who evoked the
given codes, for 14 developers and 13 accountants.

related to transparency. Furthermore, when asked directly about trust,
no accountant safe one directly linked trust to transparency. Yet, when
asked about transparency (what’s your definition of transparency),
5 accountants did link it to trust. In addition, in answers to other
questions accountants seemed to associate trust and transparency.

7 accountants talked about traceability of the information when
explaining transparency yet they never said it was necessary for it.

In addition, in all our notes from most of the interviews, we noticed
that accountants gave lengthy and detailed definitions of transparency.

Developers. In comparison, developers didn’t relate transparency
directly to information and manifested more divergent views on what
it means. Some developers manifested to have similar views on the
definition of transparency that we theorized (for example Developers
#1 and #3) while others expressed definitions that relate transparency
to trust (such as Developers #5 and #7). Indeed, most developers
added other terms to explains their model of trust, which we cannot
give here for page limit reasons.

6 developers mentioned several times that transparency can be
provided based on the technical aspect of the system in use, with
codes such as the system design, the protocol in usage, the knowledge
on how the system works and even smart contracts. Other codes de-
velopers added about transparency were that the blockchain can allow
transparency natively, verifiability, unlimited access to data or au-
ditability (all mentioned by at most 2 developers, each time different).

From our notes, the definitions of transparency of most developers
(except Developer #1 & project manager), were straightforward, short
and concise. When asked to further explain the concept, they would
repeat the same codes.
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5.3 Effects of blockchain into accounting
Accountants. It is important to note that three accountants didn’t

answer these questions or couldn’t relate accounting to blockchain.
Particularly Accountant #6 didn’t know anything about blockchain
and Accountant #10 and #13 couldn’t see any relationship, as they
equated blockchain to cryptocurrencies. The two areas that that ac-
countants perceived will be most affected , is the traceability of the in-
formation and blockchain acting as a tool, with 9 respondants identify-
ing these areas (out of the 10 answers to theses questions). The second
area agreed by most was that would help with the availability and reli-
ability of information (which relates to transparency), with 7 answers.

Other concepts were mentioned, but in less frequency and were:
shift of trust, efficiency and speed of information processing and
tamper-proof information, shown in Table 2.

Our results show that most accountants have basics notions of
blockchain and tend to relate it to cryptocurrencies. Some accoun-
tants had extensive and clear knowledge on the topic (Accountant
#12), and others also but with strong misconceptions (Accountant #2
and Accountant #10, who only knew cryptocurrencies). Others didn’t
have extensive knowledge, but gave high-level and general answers.

Developers. From developers perspective, there was no agreement
about which area blockchain systems would impact the most. None
of the areas identified present more than 7 developers (see Table 2).

As per Table 2 the three concepts most identified are that block-
chain will: automatize the accountant’s practice, eliminate middle-
man (as a consequence of decentralization and smart contracts) and
act as a tool. Other concepts, that were discussed are efficiency and
speed, availability and reliability of the information, and traceability.

The challenges that blockchain system will have to overcome to
become a widespread tool are - compared to what accountants iden-
tified - mostly technical obstacles. 13 developers acknowledged that
technical (or technology) challenges are the biggest obstacle. For
example, some of these challenges were the interaction with other
systems, the consensus algorithms or developing a "fully fledged
solution". Less than 33% of developers identified security and data
management, privacy and regulations as challenges.

Finally, all the developers have expressed that it is difficult to ex-
plain the blockchain technology to non-blockchain enthusiasts, and
whenever they were able to explain it, people would tend to overfan-
tasize about the technical possibilities. Lastly, 5 developers said that
non-blockchain enthusiasts tend to link blockchain to cryptocurren-
cies (which is correlated with the accountant’s answer).

6 ANALYSIS AND FINDINGS
6.1 Trust
According to our results, trust is not a spontaneous event, it is some-
thing one builds over time. Developers made distinctions between
trust in systems and trust in humans, while accountants’ trust in sys-
tems was a byproduct of trust in human relations and other variables
that were not directly related to the system itself. Both accountants
and developers stated reliability as a requirement for trust. This aligns
with the definition of trust provided by Giddens [25, 26]. However,
developers made a distinction between the reliability for humans
versus computers, being the area that developers agreed the most.

For accountants, to trust that full information was provided, they
rely on their knowledge and on standards as well as qualitative data,
such as historical relations and reputation of organizations to make
judgements. Furthermore, one of the biggest determiners of reliability
according to accountants is reputation. This was determined based on
the context in which the object of trust is situated. On the other hand,
developers reliability was embedded in the system itself to manage
relationships between participants and ensure accurate communica-
tion between the different parties. For developers, their reliability
was based on the functionality of the protocol and code that ensure
that the system is doing what it is expected to do. The byproduct is a
decentralized systems enabling consensus in a decentralized control
environment. Based on this view, unlike accountants who place a high
importance on relational trust, developers view authenticity of in-
volved parties as secondary. In short, there exists a difference between
developers and accountants in understanding what reliability conveys.

The accounting practice is seen to serves as a way of checking com-
pliance to regulations, but also bring the added value of trust, provided
by the human analysis to the data. This was reflected in the accoun-
tants’ emphasis on vitality of their role in analysing and critiquing the
data presented to them in order for them to deem it trustworthy. This
aspect of interpreting data and telling a story could lead to another set
of challenges which is the subjectivity of the accountant shaped by
their own perceptions. While Porter [45] states that quantification is
an important determiner of modernity and reproducibility of evidence
and facts, and therefore trust, Fligstein [21] argues that quantifica-
tion is embedded in political and economic arrangements that could
lead to multiple interpretations of the same set of data based on the
subjectivity of those telling the story using this data. In accounting
practices this is the case, accountants are not just presenting numbers,
they are telling a story using those numbers, and therefore they be-
come controllers and producers of trust. It is no surprise then that the
accountant’s mental model of reliability and therefore trust is based
on non quantitative and more subjective measures such as reputation,
historical interactions and standards.

While developers did point out the importance of certifying the
data that is entered into the system, which is done based on reputation
of organizations feeding this data to the system, they viewed this
as just one step of the trust building mechanism. Once the data is
entered into the blockchain, trust is reduced to the characteristics
of the blockchain: consensus, decentralization and tamper-proof. In
this sense, building trust through relationships is no longer necessary,
because the system manages them in such a way that encourages good
behavior and makes it very difficult for one party to influence the
system. By reducing the concept of trust to a attribute of a technology,
the mental model of developers of trust is different to accountants, as
the mechanisms for enabling trust differ, i.e. developers believe tech-
nology enables trust on its own, while on the other hand technology
is perceived as a socio-technical issue by accountants.

In conclusion, both accountants and developers place a significant
importance on reliability when deciding whether to trust or not, but
each understand reliability differently. Accountants place their trust
on the organizations to provide full information and use external fac-
tors such as accuracy of the information, reputation, historical data,
whereas developers place their trust on the systems and their ability to
properly execute functions and run protocol. Accounting is more than
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just representing numbers, it is about analysing them in a given con-
text, adding human value, which adds trusts to these data; explaining
why accountant’s highlighted elements such as reputation.Blockchain
developers differentiate between trust in persons and trust in systems.
They don’t stretch the concept of human trust into system and have
a different mental model, whereas the reduced to a protocol’s ability
to securely execute transactions as expected play a critical role.

6.2 Transparency
Based on our analysis and interviews, it seems that blockchain isn’t
expected to affect non-blockchain enthusiast’s mental model of trans-
parency, whereas also there is a different mental model of what trans-
parency conveys to both groups. There is a disagreement between
developers and accountants to what variables compose transparency.
Notably, accountants mental model of transparency place information
disclosure and clarity as the most important areas; i.e. that they have
access to the full picture and that they are able to make conclusions
about this information. These two areas aren’t identified as critical by
developers, in particular information disclosure.

Accountant repeatedly expressed that their job was to bring an
"added" value to the information, implying that they require good qual-
ity information in order to produce robust conclusions about what they
were analyzing. This remark is highly related to our three-dimensional
theorization of transparency, were clarity on information is vital [28,
39, 43, 50]. On the contrary, clarity or quality wasn’t present in most
developers answers, as less than 50% of them related transparency
to the quality of the information. This is problematical. Accountants
are expecting information that allows them to give conclusions from
accounting systems. However, blockchain developers don’t put the
same emphasis on information clarity . Thus, the parametrization
of information is one of the key areas where blockchain developers
and auditors are in misalignment. As Accountant #2 highlighted,
parametrization of the information that will be available in the block-
chain is the most important variable for the success of such systems.

Given that the core of accountancy is data analysis, it doesn’t come
as a surprise that accountants express their concerns over the nature
of the data to be recorded on the blockchain systems. The features
that could potentially make blockchain attractive to accountants, such
as traceability, availability and reliability of information, will mat-
ter very little if the information recorded on the blockchain doesn’t
represent anything, isn’t in the correct format, doesn’t comply with
legal requirements or in fact, the accountants don’t trust it is truthful.
To emphasise the importance of this, if the blockchain system isn’t
created without eliciting what type of information, in which format
and - possibly - which standard to follow, auditors will find blockchain
based tools of little help. Furthermore, blockchain based system will
do very little for transparency, if developers don’t put emphasis on
information disclosure and clarity.

None of the respondents from the accountant group indicated that
they thought blockchain might directly affect transparency.n m,The
4 developers that linked transparency and blockchain, focused on the
idea of availability and traceability of the information, rather than the
blockchain itself providing transparency. In other words, they hold
the opinion that blockchain would increase - but not solve - the levels
of transparency, as blockchain acts as a tool that helps in the area
of information clarity of transparency and accuracy (as traceability

gave them more confidence that the data was right). The importance
is then on information and not on the systems design, architecture or
technology. On the other hand, developers expressed that technical
means on it owns could provide transparency regardless.

Thus, three working conclusions become apparent. Firstly, for ac-
countants, transparency is related both to the availabiity and clarity
(and quality) of information. The mental model accountants gave us
is related to our theorized three-dimensional transparency definition.
Secondly, parametrization of the information inside the blockchain
will be one of the core issues when adopting those systems. It seems
that this is one of the most important issues when adopting certain
systems, though this conclusion requires further research. Which
leads to the third conclusion: blockchain developers should elicit and
understand the information requirements from the accountants. If the
blockchain system fails to provide the type and format of information
that accountants require, it might be difficult for blockchain-based
systems to be adopted successfully. Moreover, accountants hint that
blockchain - in their views - might increase the level of transparency
based on how the information has been parametrized, indicating how
important is for developers to understand the auditors’ expectations.

6.3 Blockchain’s impact of accounting
While it appears that blockchain is unlikely to change the concept of
transparency on its own, consensus about its impact on accounting
is not a clear cut, as accoutants’ and developer’s views are different.

All accountants except for three (Accountant #6, #10 and #13)
reported that they believe that their field will be affected by block-
chain. As previously mentioned, Accountant #6 explained it didn’t
know about blockchain and Accountant #10 and #13 couldn’t re-
late cryptocurrencies to accounting (as their answers were based on
cryptocurrencies) - and thus have been excluded from this discussion.

Firstly, as it happens, all developers raised that it was difficult for
them to explain blockchain to non blockchain enthusiast. The rea-
sons were: that people overfantasize about blockchain, they don’t
understand the technologies way of functioning and that they re-
late all blockchain technology to cryptocurrencies. We discovered
through our interviews that accountants have a lot of misconceptions
of blockchain and the ones that had some knowledge of it, overfan-
tasized about it as expressed by the developers. The most common
known feature by accountants was just immutability of the data and
traceability, and there were concerning misconceptions about the
capability of blockchain, particularly smart contracts. For instance,
Accountant #2 perceived smart contracts as legally binding code.
Moreover, Accountants #10 and #13 said that blockchain was only
about cryptocurrencies. Intuitively, the area that mattered the most to
accountants is the information that is going to be inside the blockchain.
That is, in other words, how the parametrization of the information
will be, which was highlighted Accountant #2. "Blockchain is going
to be the future of trust to the extent that you parameterize and style
the information correctly [...] The only thing that is going to affect is
the parameterization of the system, so that it delivers the information"
(excerpt from interview to Accountant #2). It further emphazises the
importance of blockchain system being different ERP system, that
developers need to work with accountants to see what they need (also
mentioned by Accountant #8), certification process (also expressed
by Accountant #4) and trust issues/sceptical.
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In the same line, one of the most popular expected changes by
accountants is traceability of data and aiding the accountants as a
tool.Given that the most known feature of blockchain is the tamper-
resistant nature of data, this might be the reason why they mention
that records traceability will be the most impacted area.For example,
auditing is normally carried out via a sampling technique, which is
time-consuming and also leads to potential blindspots. Blockchain
might potentially eliminate this task, by providing all available infor-
mation on the system, explaining why accountants view it as a tool and
helping with traceability. Furthermore, with the traceability of the cor-
rect data, accountants will be able to determine and deduce other types
of information, such as compliance or even detect anomalies (such
as fraud), elements brought up by more than half of the accountant.
In other words, accountants recognize that blockchain can act a tool
improving their efficiency, particularly improving the availability and
reliability of the data and the efficiency of the data gathering process.

However, it is essential to acknowledge that availability and reliabil-
ity is not guaranteed by blockchain per se, but rather by the underlying
technology. Databases, and more generally computers, are available
at any time and communicate with extreme efficiency. The need of
a blockchain in a system is not always required, and its inherent com-
plexity can even be a drawback. Especially, when data does not come
from multiple sources, or that responsibility of the ownership of data
is not disputed, then blockchain is not the best tool to use [59].

Hence, the accountant’s views are that, blockchain will not bring
"automatization" of the accountant’s job, nor replace its’ role, given
that accountancy - as it has already been emphasized - it’s bringing hu-
man value and interpretation to raw data. On a side note, some autom-
atization features of accounting are already available in the market.

In a juxtaposition, developers have highlighted areas that accou-
tants have clearly pointed out that will no be affected. Particularly,
the automatization of the accountant’s job and the elimination of the
middle-man. When talking about automatizaction with developers,
didn’t seem to realise that most of the features they mentioned already
exist and are widely implemented through ERP software. Developers
tend to believe that blockchain will revolutionize the field without
having extensive knowledge of current accountability system and
automatizations that are already out there. Likewise, half of devel-
opers thought that accountancy would in the future, be replaced by
a blockchain system and eliminate the middle-man. They based their
answers by stating that middle-men exists as a form of trust and given
blockchain technological properties, this could be provided by the sys-
tem itself. For example, Developer #10 expressed “accountability as a
discipline should disappear. As a matter of fact, I find it impossible to
justify why the profession still exists nowadays” or Developer #2 said
“I think blockchain can do a lot, especially in banking obviously insur-
ance, loans, notaries, it can... uhm... short cut all the intermediaries”.

While blockchain is hailed by accountants as a promising tool,
interviewees also insisted that blockchain must prove its resilience
before being widely adopted in the public, to gain their trust. This
conservative stance about new technologies stems from a precaution
principle, as information reliability is one of the most important topics
for accountants. It thus seems that before blockchain is adopted by the
accounting ecosystems, two things must happen. The first one is a clar-
ification of the role of blockchain and its possible use cases, in order to
dissipate any misconception that accountants may have. The second

one is the trial of time, where a blockchain based system must prove
its efficiency and reliability before being handled any critical data.

This view differs dramatically from the one held by developers,
whose main concern relating to blockchain is mainly focus on the
programming process, regulations and security. This perspective from
blockchain developers emerges as a natural differences from accoun-
tants, as their role in the software construction process is rather cen-
tered on the technical aspect of system. It further highlights the dif-
ferent mental models between developers and accountants regarding
the effects of blockchain in accounting.

In this case, we can conclude that what accountants expectations
from a blockchain system isn’t shared or understood by the blockchain
developers. By reviewing the answers from the blockchain developers,
none of them mentioned the parametrization of the information or
information issues and the only area they agreed on was by percieving
blockchain as a tool.

7 THREATS TO VALIDITY
We recognize we have achieved high levels of saturation from both
interviewed groups. The more accountants and developers we inter-
viewed, the less new information we were finding. Indeed, in the last
two interviewees of each group provided very little extra information.
Furthermore, due to the general lack of blockchain developers in the
market, we had to trade-off some control over our interviewees profile
and interview project managers. Nevertheless, a bigger sample size
would have given more robustness to our conclusion.

Given that our study is preliminary research with qualitative data,
are conclusion should be treated as such, i.e. preliminary. Future re-
search should focus in gathering more data and applying quantitative
methods, to provide more robustness to the conclusion. Furthermore,
variables such as levels of expertise and background/education details,
among others, should be controlled in the future.

Also, other sources of data like meta-studies and analysis of real
world projects might be interesting to explore. We recognize that
there might be some biases in the answers, once again given the small
number of respondents and the nature of our research methods.

Future research should focus on quantitative or mixed methods.
Furthermore, future studies should aim at how the transparency and
trust requirements of accountant’s in blockchain system and propose
prototypes or design of blockchain based accounting systems.

8 CONCLUSION
We have two outcomes: one, preliminary research results related
to the understanding of blockchain technology in accounting and
understand the different mental models of trust and transparency. Two,
it has highlighted how the different mental models regarding trust and
transparency can affect the requirement of a blockchain based system.

Furthermore, it seems that perception of transparency and trust
aren’t going to be greatly modified by the use of blockchain in ac-
counting. There might be some evolution on these concepts as we
discussed in this paper, but their core will remain the same.

Also, through our interviews analysis, we found that accountant’s
main concern regarding blockchain systems was the information that
would be hosted inside the blockchain: how to minimize the issue of
accessing an untruthful source for accounting entries metadata. This
socio-technical issue is directly related to requirement engineering.
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To conclude, further research should be carried out about block-
chain implementation, accountancy and software engineering. In this
context, we propose some future research questions and reflections
that we believe will prove useful for this endeavor: what type of model
is the best suited to gather requirements from all stakeholders if they
do not have previous knowledge of the technology and developers say
that it is difficult to explain? Can different mental models agree on
the expectancy of software? What have been the key variables for the
adoption of new technologies in accountancy?
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