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Abstract: The objective of this study conducted in the S_VRAI project [saving lives by road incident analysis feedback] is to present results about the acceptability of equipping a vehicle with an event data recorder (EDR) without feedback. Five focus groups were conducted in two different French Civil Service departments. Lack of privacy, volunteering, anonymity and the data access are main elements of the acceptability of the EDR. The results show also the importance of the societal and professional context when studying the acceptability of an EDR. However, all these elements need to be moderated by the corporate culture.

1 Introduction

The S_VRAI project [saving lives by road incident analysis feedback], financed by the French government, Road Traffic and Safety Directorate aims to equip fleets of vehicles with drive recorders (event data recorder (EDR)) in order to collect incidents [near accidents] for road safety purposes. In other words, an incident is defined as dangerous driving situations in which the driver has no control or nearly no control and that does not always cause physical damage [1]. More technically information can be found in Serre et al. [2]. The objective of the project is to have a better idea of the causes of dangerous driving situations. It is managed by IFSTTAR and CEREMA. About 54 vehicles were equipped with an EDR called EMMA that records data (speed, acceleration, eolocation data, ...) before and after an incident occurs.

However, no feedback on driving behaviour is being done at this stage, because the CNIL [National Commission on support and innovative and personal liberties], that protects the privacy of French people has not given its agreement to make the link between a specific driver and his driving behaviour. For this reason, the data needs to be anonymised. The drivers have all volunteered to participate in the project and the data is rendered anonymous before being analysed.

If studying the technical aspect of a new tool is essential, studying its acceptability is also relevant. As already mentioned by Mitsopoulos et al. [3, p. 439] about ITS technologies ‘in order for in-vehicle ITS technologies to be successful in reducing the incidence and severity of road crashes, the technologies must be deemed to be acceptable by eventual road users […] ITS technologies that are not acceptable to drivers are unlikely to have the desired effect on driver behaviour’. In fact, an automated system that is efficient but not acceptable will not be adopted by the users. Therefore, one of the secondary objectives of the project is to study the acceptability of equipping vehicles with the EDR-EMMA. In France, vehicles are not equipped with an EDR unlike in several foreign countries. In this paper, we are focusing on acceptability because the participants have not yet driven an equipped vehicle.

Few works [4, 5] have focused on the acceptability of an EDR without feedback on driving behaviour, which gives this paper its innovative aspect. In all the documents an EDR is a tool that records driving behaviours such as speed and acceleration, it does not only focus on accident situations but on dangerous ones. In this paper, we will focus on the acceptability of the system itself and not on the impact of the acceptability on driving behaviours.

The interest of this paper is first that a few researches were made on the acceptability of an EDR without feedback and no research was made in France on this topic although it is likely that individuals’ acceptability of technology is influenced by the cultural climate in which the technology is introduced. Second, research is required to evaluate driver acceptability before EDR deployment on a larger scale. It is counterproductive to invest time and effort in designing and building equipped vehicle if the vehicles are not purchased by the drivers or if the EDRs in the purchased vehicles are disabled. In this way, elements of the technology deemed unacceptable by users can be rectified prior to system.

1.1 Lack of privacy

The lack of privacy is the main element in the non-acceptability of the EDR [4, 5]. Past research has focused more on the acceptability of the EDR with feedback on young drivers, on professional drivers and on private drivers:

- **Parents–children:** Results of the literature show that some parents, even if they feel concerned by their children’s road behaviour, do not agree to have access to their driving behavioural data in that it is an attack on privacy and could have a negative impact on the relationship of trust they have established with their children [6]. They consider it could remove responsibility from their children, who have the right to make their own mistakes [7]. However, other parents appreciate, knowing about their children’s risky behaviour such as speeding or drink driving, especially during the probationary driving period.

Therefore, for the reasons mentioned above but also because of the difficulty of using new technologies, only half of the parents know how to use the web site where the behavioural data are recorded [8]. As for the children themselves, they do not like the idea that their behaviour could be recorded in real time and that their journeys could be monitored [6]. For them, the interest of their parents in this kind of information shows a lack of trust [6]. However, the results show a positive impact of this method on driving behaviour for high-risk drivers [9].

- **Professional drivers:** Concerning professional drivers, a lot of research has been conducted on the impact of this system on accidents or on driving behaviour [salesmen] [10]; ‘ambulance
drivers’ [11–14]. However, a few works have been conducted on its acceptability while ‘the most important challenge in applying on-board safety monitoring to commercial motor vehicle driver safety management is likely to be achieving driver acceptance’ [15, p. 29]. Therefore, according to some works, for professional drivers, there is an increase in their perceived stress [16], this technology represents an attack on privacy [15–17] that could have a negative effect on the driver’s judgment and modify his driving behaviour [14]. On this point, so as not to worry the drivers, some researchers propose that the drivers, and not their manager, should be the only ones that can have access to their own data and to their analysis [13].

- **Private drivers**: The lack of privacy concerns private drivers too. Nearly 400 American drivers, on 790 respondents (more than half of the respondents), say that the EDR threatens their privacy and especially if its use is compulsory [4]. This threat is mentioned also in a French research study, about new technologies in the vehicles ‘the aspect of a strong feeling of control is often mentioned (fear of the black box)’ [18, p. 7].

When drivers have to give their opinion on several systems: the EDR and systems that get people to respect the speed limits [the intelligent speed adapter and the section control], it is the EDR that seems to have the strongest impact on privacy. The authors of the research quoted above conclude that ‘the measures will be acceptable if they are perceived as efficient and fair. On the other hand, the acceptability will be weakest if the measures are perceived as a lack of privacy’ [5, p. vii]. That is the reason why the eCall [automatic crash notification] is one the most acceptable systems because of its obvious safety benefits in emergency situations, and because it does not interfere with basic driving habits [19, 20]. Moreover, it is perceived as useful especially in rural areas [21].

### 2 Objectives

The objective of this paper is to study the acceptability of the EDR before starting to use it with civil servants. We based the study on the literature on the subject and we made the choice to focus also on other aspects such as professional context and personal context. As it is an explanatory research, we do not have a precise hypothesis but we suppose that the social context will play a role in the acceptability of driving a vehicle equipped with an EDR.

We are interested in the acceptability of the EDR by the people willing to drive an equipped vehicle but also, to know the barriers to the acceptability of the EDR-EMMA, we are interested in the people unwilling to drive an equipped vehicle.

### 3 Method

To study the acceptability of driving a vehicle equipped with an EDR, we choose to make focus groups. The focus group method can provide information on an unknown subject. This qualitative method has already been used by several researchers in relation to the acceptability of the EDR [4] but also concerning the acceptability of new technologies [33].

#### 3.1 Procedure

Two different bodies of the French civil service agreed to equip some of their vehicles with drive recorders. The first one (called A) is a government entity and the second one (called B) a local authority. More precisely, the first one liaises between the government and the local structures at a regional level in that it helps, if needed, the local ones to implement public policies. The second ones work only at a local level (on a smaller area) and their work is to improve the quality of life (safety, infrastructure, …) of the inhabitants of the county.

The focus group met during working hours and the participants gave a written consent for their discussion to be audio-recorded. About 28 civil servants participated in this paper: 22 in the entity A, with 4 not willing and 18 willing to drive an equipped vehicle and 6 willing to drive an equipped vehicle in the entity B (see Table 1).
As mentioned at the beginning of this paper, all the participants volunteered to participate in the focus group and all the data were rendered anonymous before analysis.

4.1 Main common elements between the two entities

The common elements are lack of privacy and data access.

- **Lack of privacy**: Some respondents highlight that the lack of privacy is not relevant in the area of road safety because the road is a shared space. Therefore, for the safety of most drivers, it could be useful to decrease individual privacy. Therefore, it is a question of knowing if the collective interest, (increasing the road safety) should be more important than the private (having a system in the car that is perceived as a lack of privacy that will record driver behaviour) or, more precisely, at which moment the collective interest comes first.

The respondents do not think that this system could have an impact on their privacy as they have to drive a professional vehicle. However, the participants do not agree to fit their private vehicle, considering that it is an invasion of privacy. There are opposing views for private vehicles and professional vehicles. That means that they agree to a minimum of monitoring in their professional context.

As for equipping a private vehicle, the other contentious points in addition to the invasion of privacy are the cost of such a tool and its effectiveness. More precisely, the cost should not be higher than 100 € and such a tool should have a positive impact on the number of accidents and modify the behaviour of unsafe drivers.

- **Data access**: For the respondents, some end-users should have access to the data and the other should not have.

Two end-users could have access to the data: the drivers and the car manufacturers. Data access by car manufacturers is justified because it would allow to increase the safety of the vehicle. Similarly, road users would like to access to their own driving behavioural data. However, the respondents query the format of the data that could be sent to them, and especially about their understanding of it. In conclusion, they would like to have access to a summary of the results. The respondents wonder about the possibility of having access to this data in the case of litigation with another road user. The objective data could be helpful if there is an accident or if the respondents want to contest an offense. However, it could be a specific charge for the driver.

One of the doubts is about the data used by the hierarchy. If the participants know that the data will not be sent to management during the project, they worry about what could happen at the end of the project if management asks to have access to it. According to them, the data that could interest management is that which allows them to know where the employees are and in the case of an accident, if the respondents want to contest an offense. Concerning the insurance companies, most of the respondents do not think that they would have access to the data as, according to them, the objective of these companies is to make profits.

If this option is chosen, the participants would like insurance premiums to decrease even if others worry about an increase.

4.2 Differences between the two entities

The differences concern volunteering, anonymity, social support and professional and societal environment:

- **Volunteering**: Concerning the importance of the voluntary nature of the action, we can observe differences between the respondents in entity A and entity B. Therefore, for the respondents of the entity A, voluntary action is a non-negotiable element of the acceptability to be involved in the project. Compulsory participation could justify a refusal to get involved. If they have to be involved, if they do...
not have the choice, they will find a way to skew the data (to trigger the EDR...). However, for the respondents of the second entity, volunteering is not important in a professional context, since they consider that they have to apply the rules issued by the management of their entity.

The respondents that did not volunteer to drive an equipped vehicle (who are all in the entity A) speak about manipulation. According to them, it would create the appearance that the management needs to have their agreement however, the decision has already been taken to involve the entity in the project. In other words for them, if no respondents agreed to be involved in the project, the manager would impose the obligation to drive an equipped vehicle. The goal would be to avoid objections and to unite around the project. However, according to them, this way of thinking targets the general policy of the entity and not only about the project management.

- **Anonymity**: Generally, the respondents trust in the procedure even if they speak about bypass strategies (read the erased files, know the driver identity in cross-checking the date of the file, the planning system for cars...). The fact that the legal profession can truly have access to the data in the case of accidents makes people think that it is possible to know the identity of the drivers. In other words, the anonymisation process can be circumvented. The question of anonymisation is also mentioned in relation to the video data. This kind of data is not recorded in the S_VRAI project but the point was nonetheless discussed during the focus groups. It is not the fact to record the driving behaviour from data such as speed that is perceived as an invasion of privacy but to film the driver.

Similarly, it is over the interest of anonymising the data that the opinions are divided. For the respondents of entity A, data anonymity is an essential element of their willingness to be involved in the project while it is not the case for the respondents of entity B.

- **Social support**: Social influence is a major element in the acceptability of new technologies. In this project, it is about personal and professional support.

Their participation in the project has not been mentioned with their line-management. This was confirmed by the managers of entity A, who specified that they did not speak about the project with their employees. At the opposite, in the entity B, the managers do not speak about the project with their employees because they do not need it. They are the only people that drive an equipped vehicle. Contrary to the entity A, each vehicle is not shared with the other drivers; it is driven by only one driver. Whether the entity A or the entity B, there was also no discussion with their colleagues about the project. Concerning family, most of the participants have not spoken with them about their participation in the project. The few people that spoke about this with family and with their colleagues say that they tease them not nasty. Therefore, one of the reason about the lack of discussion between the participants and their colleagues and relatives could be that they do not worry about being involved in this project.

- **Professional and societal environment**: This section is about the social and professional context in which people live and its impact on their behaviour. We did not expect to include these results but it is the discussion between the respondents during the focus groups that caused these elements to emerge. Therefore, the general rules of the entity where the respondent works, the families’ experiences or changes in society will have an impact on the acceptability of the EDR.

**Professional environment**: The EDR acceptability depends on the context of use, here the professional context. In entity A, the project is implemented at the same time as efforts to prevent abusive professional practices. Only those not willing to participate in the project say that the reason they refuse is because it is another way to monitor their behaviour. This aspect is raised by the volunteers of entity A that point out that their journeys are more heavily monitored but they adapt by informing their hierarchy when they slightly bend the rules. In other words, these measures are not perceived as very restrictive by these respondents.

Another point is about the implementation of the project which was done at the same time as the installation of global positioning system in a fleet of vehicles in a different workplace. In each focus group, this event was mentioned. For this entity, the objective was to be more efficient in knowing where the employees were, so that they could tell them to go to a specific destination if needed. The employees did not agree to such a measure, as they had the feeling of being monitored so they protested and even held their manager hostage. However for the participants, this case has nothing in common with the S_VRAI project, in which the data is rendered anonymous.

In the entity B, none of these aspects were evoked by the respondents even if the activities are quite the same. The discussion was only about the S_VRAI project:

- **Societal aspect**: The institutional aspect in the country where the automated systems are fitted has to be taken into account when we make an acceptability study. Therefore in France, the CNIL [National Commission on support innovative and personal liberties] plays a protective role in the privacy of French people. Its objective is ‘to protect personal data, support innovation and preserve individual liberties’ [36]. In the two entities, the respondents trust the CNIL and it is an important element of their acceptability. For them if the CNIL gives its agreement to the project to be implemented, it is a gage of reliability. Their privacy will be respected and that their data will not be sent to insurance companies. The respondents that did not want to be involved in the project do not speak about the CNIL at all. As this element was never mentioned in the literature and that these respondents were the first ones met by the researcher, the question was not asked.

In a completely different field, the impact of wireless fidelity (wifi) waves on health was discussed in the media in France, so the respondents were worried by the fact that the data will be sent by wifi from the EDR fitted in the car to the entity that will analyse the data. This worry is not mentioned very often but it illustrates the interest of focusing on the social context and on the themes related to the subject studied.

## 5 Discussion

This final part will present the main results of this paper, its limits and the research opportunities.

### 5.1 Conclusion

The acceptability of an EDR is not an exclusive relation between the user and the system but it needs to take into account the social organisation in which the user is situated. It is essentially based on data access and its use. The respondents agree that the car manufacturers and the drivers should have access to their own data. They have more doubt concerning the legal system and are against management or insurance companies having access to this information. This last result is not consistent with the literature, where the participants think that the data can be useful for insurance companies to define the amounts of insurance and the accident causes. In France, there is a certain distrust of insurance companies [4, 22].

The main finding of the work is about the importance of the context. Some main differences appeared on some factors probably due to organisational differences. Therefore, between the respondents of entity A and those of entity B, the frontier is not the same. The first ones accept less interference from their managers in their work than those of entity B. The voluntary
nature and the data anonymity are perceived by the respondents of
the entity A as necessary elements in their willingness to be
involved in the project, whereas it is perceived as optional for the
respondents of entity B. Similarly, the respondents of entity B,
who drive a regular car, do not have a stronger feeling of lack of
privacy than the respondents of entity A, who drive a car from a
shared fleet.

Several explanations could be proposed to explain these results.
One of them is that the sample in the entity B is too small (six people)
comparatively to the one of the entity A (22 people). According to the small numbers of respondents in the entity B, the
impact of the personal characteristics on the results could not be
ignored.

In line with some authors [30], who write that the organisational context is an explanatory factor of the acceptability, we show in
this paper that the professional context has an impact on the acceptability. Moreover, some researchers [30] add another
element concerning social organisation. ‘This organisational level
will allow to take into account the specific context in which the
individual is’ [30, p. 391]. Therefore, we could suppose that the
acceptability of a tool, in a professional context, is dependent on
the organisation of the company but also on the corporate culture.
This finally is defined as a ‘global vision of the organisation and
its objective’ [37].

A rich literature exists about the different ways of running in terms
of management (see 37 for summary). Therefore, the observed differences are based either on the contractualised rules or on
differences in terms of the corporate culture. In a complementary
way to the concrete rules in the firm (employment contract,…), the
corporate culture plays a role of ‘organisational coordinaton’
[38, p. 179].

‘By dint of working together, the agents make rules, values and
common accepted practices to manage solidarity and self-helps,
technical complementarity and authority, trainings and
information and control and evaluation […]. The firm culture
germanes to an organisational common sense, to a package of
collective beliefs internalised by the agents’[38, p. 179].

In other terms, are the differences between the agents of entities A
and B due to contractualised rules or/and to informal and implicit
rules that the agents implement and take on board? Probably both,
however as things stand, it is impossible for us to provide a clear
explanation on this difference between the two entities. To clarify
this point, a specific study on this aspect needs to be implemented.
The elements that we know about the missions of each entity
(more operational and more local for the entity B) and the
organisation of the different entities (that are quite the same,
structured in thematic group) could not bring explanations for this
result.

However in a more general way, the professional environment
could have an impact on the acceptability of the EDR. Therefore,
as the implementation of the project is made at the same time as
efforts to prevent abusive professional practices, for the
non-volunteer of entity A, the EDR is another way to monitor
their behaviour.

To the explanatory levels developed by Doise [31] and completed
by Terrade et al. [30], we would add another one, the society context.
This idea is quoted in other French works about new technologies,
the researchers highlight that the people they met think of ‘a
strong feeling of a control paradigm added with a societal context,
a feeling that French government control everyone’ [18, p. 7].
Therefore, the CNIL is a French entity that protects individual
liberty. For the participants, if the CNIL gives its consent to the
S_VRAI project, it is an assurance that their privacy will be
respected. We can see that the society organisation has an impact on
the acceptability.

5.2 Limitations

We could regret that so few non-volunteer participants to drive an
equipped vehicle agreed to be involved in this paper. Obviously,
the fact that the meeting took place during working hours and that
these hours were considered by the line managers as real work
were not enough of an incentive to convince them to be involved
in the focus groups.

Similarly, it would be interesting to meet more people in entity B
that are willing to be involved in the project but also people who are
not willing. That would make it possible to validate the hypothesis
about the differences between entities with a larger sample.

5.3 Research opportunities

First, a second phase of focus group is conducted to evaluate the
acceptance of driving an equipped vehicle after having driven such
a vehicle. The idea is to compare the results of the acceptability
and the acceptance. These results are currently being analysed.

Later, the project will target the installation of an EDR in 500
vehicles, so according to the results of this paper, volunteering,
data access and anonymisation will be the main elements of
the acceptability. However, these elements will need to be moderated
according to the type of entity (entity A; entity B). In this second
phase, the vehicles will be equipped with a video to have more
information on the causes of an incident. The results of the
research presented here show that filming the road is not an issue
while filming the driver is perceived as an invasion of privacy.
Therefore, to promote the acceptability of this new version of the
EDR-EMMA (with a video), it will be better to film the road
instead of the driver.

Insofar as an explanation of the results could be that the corporate
culture has an impact on the acceptability of the EDR, we could test
this hypothesis on several entities (private versus public, national
groups versus local ones,…), to define the differences in terms of
corporate culture between the entities and why these differences
have an impact on the acceptability to drive a vehicle equipped
with an EDR.

5.4 Road safety applications

Moreover, this paper presents measures to improve the acceptability
of equipping private vehicle with an EDR. Therefore, the cost and
the effectiveness are elements that we need to take into account.
However, it is possible that once the vehicles will be equipped
with an EDR, other factors will appear that were not mentioned in
the acceptability study.

However before considering such a measure, a preliminary study
on this precise aspect seems essential. The objective of the research
presented in this paper was not to study the acceptability of
equipping its own vehicle with an EDR by the way the elements
that we have on this aspect do not let us to have a global vision
of this question.

An other possibility should be considering to equip professional
vehicles in taking into account the characteristics of the different
structures in terms of corporate culture. On the basis of a research
that needs to be conducted, a firm classification could be made
according to the corporate culture but mainly of its impact on the
acceptability, we will then be able to propose specific attempts to
insure a good acceptability of the EDR.

To conclude, this paper is the first one made in France on the
acceptability of an EDR. Our objective is to show that the
acceptability of an EDR is much more complex than a relation
between the system and its user even if it is what is done for most
of the research on the acceptability of new technologies in road
safety. To appreciate all the complexity of the acceptability, it can
be assumed to take into account the social, professional, personal
and societal context.
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