
We are further interested on the fairness aspects of the rewarding mechanism
in Tendermint blockchains. In [3], Garay et al. define the notion of chain-quality
as the proportion of block mined by honest miners in any given window; and the
authors study the conditions where the ratio of blocks in the chain that were
mined by malicious players over the total block in a given window is bounded.
Kiayias et al. in [6] proposes Ourobouros, a Proof-of-Stake protocol, where
they also analyse the chain-quality property. Pass et al. address in [7] one of
the vulnerabilities of Bitcoin studied formally in Eyal and Sirer [2]. In [2] the
authors prove that if the adversary controls a coalition of miners holding even
a minority fraction of the computational power, this coalition can gain twice
its share. Fruitchain proposed in [7] overcomes this problem by ensuring that
no coalition controlling less than a majority of the computing power can gain
more than a factor 1+3δ by not respecting the protocol, where δ is a parameter
of the protocol, and Fruitchain also provides a mechanism where miners are
rewarded more often than in Bitcoin. In [1], Eyal analyses the consequences of
attacks in system where pools of miners can infiltrate each other, and shows
that in such a system, there is an equilibrium where all pools earn less than if
there were no attack. In [4], Guerraoui and Wang study the effect of the delay
of message propagation in Bitcoin, and show that in a system of two miners, a
miner can take advantage of the delay and be reward exponentially more that
its expectation. In [5], Gürcan et al. study the fairness from the point of view
of the processes that do not participate to the mining; the authors provide the
following condition needed to satisfy the fairness for users who do not participate
to the mining process: C(φ) < 1/(1−P (φ)) , where C(φ) is the cost of waiting
a transaction with fee φ to be confirmed, and P (φ) is the probability for a block
with fee φ to be confirmed.

We study the fairness in open systems, where the number of processes in the
system may be infinite, to express the fact that processes can enter and leave.
To do so, we define the fairness of a protocol by the fairness of its selection
mechanism and its reward mechanism, where the selection mechanism selects the
process that will participate to provide a given block, and the reward mechanism
is how the rewards are given to processes that participate in appending a new
block. In this work, we study the reward mechanism, and in which condition
that mechanism for a certain class of Blockchain protocol can be fair.
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