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Abstract—The task of routing data from a source node to
the base station is a critical issue in Wireless Sensor Networks
(WSNs). Fuzzy logic is the main proposal of a number of papers
in the literature as an effective method for making decisions to
transfer data towards the destination. Although fuzzy logic has
a very important role in designing routing protocols for WSNs,
identifying its fuzzy sets and defining best possible rules is a
complex challenge. This paper introduces Improved-fuzzy logic
(I-fuzzy), a simple and effective method that helps to address
the weakness of fuzzy logic in terms of defining rules. The I-
fuzzy method is tested in several scenarios by using GloMosim
simulator and compared to a classic fuzzy logic approach and
to a traditional minimum hop routing. The results show that the
I-Fuzzy method outperforms the other approaches in terms of
data delivery, energy conservation and load distribution.

I. INTRODUCTION

Wireless Sensor Networks (WSN) are usually comprised of
battery-operated sensor devices capable of communication and
processing [3]. This type of networks can be used in a number
of applications to monitor and analyze complex phenomena
over a large region and for a long period of time [12]. The
nodes that compose WSNs can collect physical values such
as humidity, temperature, pressure, lighting, oxygen level,
presence, etc. Their ability to obtain these values combined
with the possibility of autonomous operation and wireless
communication makes these networks particularly appealing
in applications such as environmental monitoring, smart cities,
home automation, smart agriculture, industrial control, health
care, logistics, security, etc.

Node deployment, data collection and analysis are the three
main stages that define the operation of a WSN. Issues such as
node redundancy, node failure, path break or data loss must be
addressed to ensure satisfactory performance. One of the most
critical aspects that directly impacts the overall performance
of WSNs is routing.

The task of routing data from a source to a destination is
an important procedure for any network. An efficient routing
protocol, in conjunction with effective medium access control,
allows for correct operation of the network by ensuring that
data will be delivered to the destination. Several objectives can
be targeted to evaluate the efficiency of a routing proposal,
e.g., end-to-end delay, energy efficiency and load balance,
depending on the type of network. In WSNs, where nodes
are constrained in terms of computing capabilities, memory,
storage, and specially energy, an efficient routing approach
contributes to balancing the network load, with the ultimate

objectives of ensuring data delivery and extending the net-
work’s lifetime.

Several methods can be used to improve routing efficiency
in WSNs, one such method is the creation of clusters i.e.,
groups of nodes commanded by one central node [1], to reduce
the number of transmissions. The consideration of several
variables such as the number of hops, residual node energy
levels, channel state, etc., is the main contribution of a number
of proposals. The parameter that is used by many of these
approaches is the number of hops [4], [17], but considering
multiple parameters usually offers even better performance [2].
One method that has shown good results uses fuzzy logic to
combine multiple parameters [15], [20].

Fuzzy Logic [19] is a decision system approach that works
similarly to human control logic. It is a useful technique since
it uses human language to describe inputs and outputs, and
provides a simple method for reaching a conclusion from
imprecise, vague or ambiguous input information. Fuzzy-logic
systems include a fuzzy-rule set to define the relationship
between the input and output variables. Furthermore, just a few
data samples can provide quite accurate results. The potential
of fuzzy logic is being fully explored in a range of fields such
as signal processing, speech recognition, aerospace, robotics,
embedded controllers, networking and marketing [9].

This paper focuses on improving decision making in fuzzy
logic for routing in WSNs. The main contribution of this paper
is the proposal of an assistant module (AM) for fuzzy logic
controllers in WSN routing. The AM is a simple and effective
technique that computes an independent metric considering the
same parameters as fuzzy logic. This method can significantly
improve the performance obtained with traditional fuzzy logic-
based decision making. Furthermore, a Decision Module is
also proposed in order to select the best routes in WSN
communications.

The rest of this paper is organized as follows. Section II
depicts the related work. A general view regarding fuzzy logic-
based routing is shown in Sec. III. The main contribution of
this paper, the assistant module for fuzzy logic-based routing
in WSNs is presented in Sec. IV. The experimental evaluation
is detailed in Sec. V, where the proposed approach is compared
to traditional fuzzy logic and minimum hop routing. Finally,
Sec. VI presents the conclusions and exposes the future work.



II. RELATED WORK

There are a number of papers that use fuzzy logic to
improve the performance of routing protocols for WSNs. The
work in [6] presents a fuzzy link quality estimator that makes
use of fuzzy logic to combine four link-quality properties:
channel quality, stability, asymmetry and packet delivery. The
evaluation of this proposal is focused on one-hop networks,
and no information about multihop networks is given. The use
of fuzzy logic to improve the LEACH protocol is proposed
in [18]. Combining node density, residual energy and distance
using fuzzy logic, the obtained results show that LEACH-FL
improves decision making for cluster head selection. Exper-
iments were carried out in a 20-node network; experiments
with a higher number of nodes would be desirable to evaluate
the scalability of their proposal.

Fuzzy logic has also been used to improve the efficiency
of the Ad-hoc On-demand Distance Vector (AODV) protocol.
The AODV-FL is presented in [16], where fuzzy logic is used
to evaluate nodes and limit the scope of message flooding,
thereby efficiently reducing the network traffic and enabling
the network to extend its lifetime. Minor changes in the
network discovery procedure were also proposed with the aim
of improving the performance of the route creation process.

Haider et al. propose in [11] a method based on fuzzy logic
to optimize cluster-based routing protocols. They accurately
define the operation of fuzzy logic-based systems for routing
enhancement, but they neglect important parameters such as
route depth and communication time in the experiments. These
works reinforce using fuzzy logic as a useful technique to
improve the performance of routing protocols.

The performance of fuzzy logic techniques can also be
improved, with the aim of outperforming their initial advan-
tages, thus enhancing even more the results obtained when
they are employed. Two examples of fuzzy logic improvement
techniques can be found in [5] and [13].

Usually, the fuzzy rule set is defined by an expert in the
field of interest who can link the facts with the conclusions.
This procedure sometimes fails to obtain an optimal behavior
when dealing with nontrivial problems. The work presented
in [5] is focused on improving rule selection in fuzzy logic
systems. They propose the use of two advanced tuning tech-
niques (lateral and LA-tuning) combined with rule selection
to improve on the fuzzy logic-based controllers obtained by
experts in nontrivial problems. These tuning techniques are
focused on the variation of the shape of the membership
functions, and they improve global interaction by inducing
better cooperation among the rules.

Genetic algorithms [10] can also be used for the opti-
mization of decision making techniques such as fuzzy logic.
In [13], a fuzzy logic controller is proposed to improve the
maximum power point tracking in photovoltaic systems. This
fuzzy controller is then assisted by genetic algorithms that
obtain the best subsets of the membership functions with the
aim of improving the performance of the fuzzy controller.

These last two techniques improve the membership func-
tions in fuzzy logic-based controllers. Our proposed ap-
proach aims at enhancing fuzzy logic decision making by re-
evaluating fuzzy parameters in order to balance them, thereby

increasing the efficiency of the routing mechanism.

III. FUZZY LOGIC-BASED ROUTING FOR WSNS

This section gives a brief introduction related to the general
operating mechanism of fuzzy-based routing protocols.

A. General Mechanism

The operation of fuzzy logic-based protocols can be gen-
erally divided into two steps:

Network setup: Once the network has been deployed in
the area where it is to operate, the base station transmits a
broadcast packet. When a node receives this initial message,
it checks whether it has an entry in its neighbor table for
the node that transmitted the message. If not, the receiver
node adds an entry that consists of the information received
(i.e., neighbor address, hop count and energy level). The node
then increments the hop count stored in the message and sets
this hop count as its own hop count. It then retransmits the
broadcast, but changes the message information to include its
own (i.e., local node address, number of hops and residual
energy level). Normally every node in the network retransmits
the broadcast message once to all of its neighbors, but for
accuracy, in case of a node receiving a broadcast message with
a lower hop count than the stored one, it updates its hop count
and broadcast the massage again. When this initial broadcast
has been flooded through the network, each node knows its
hop count and has the address, hop count and residual energy
level of each of its neighbors. In this situation, every node in
the network has now enough information to send and route
messages towards the base station. The routes to be selected
will depend on the metric used in each case (e.g., shortest path,
fuzzy logic metric, etc.).

Data transfer: When a node observes an event, it should
initiate a routing process to send data packets towards the
base station. Traditional fuzzy logic-based routing protocols
consider several metrics (i.e., hop count, energy level) and
merge all these metrics into one single metric that is used
to select the next hop. Data is then sent to the next hop
until reaching the base station. The execution of these kind of
mechanisms does not affect the overall network performance
(in terms of processing time), what is more, it usually increases
the network performance thanks to the load balance that is
done when selecting the node with best state as next hop.

B. Fuzzy Logic Module

In order to improve routing performance in WSNs, fuzzy
logic can be used as a metric that allows the combination
of several parameters into one single metric. In this work, a
traditional fuzzy logic system is used to estimate the best node
to send data towards the base station. Later, in Sec. IV, a
method to improve fuzzy logic performance is proposed.

The fuzzy logic module has the ability of combining several
metrics into one single metric. For that, four stages are needed:
fuzzification, rule evaluation, combination or aggregation of
rules, and deffuzification (see Fig. 1). The input of the fuzzy
logic module is usually a crisp value. To allow this value to
be processed by the system, it has to be converted to natural
language, that is, it has to be fuzzified. In this way, the fuzzifier



Fig. 1. Fuzzy logic module operation.

method takes numeric values and turns them into fuzzy values
which can be processed by the inference system. These fuzzy
values represent the membership values of the input variables
to the fuzzy sets.

Once values have been fuzzified, the inference system
processes the fuzzy rules to get a fuzzy output. In the case
of a fuzzy rule having more than one antecedent (conditional
element), an AND (minimum) or OR (maximum) operator is
used to estimate the output value of rule evaluation.

The third step is the aggregation of all outputs, where the
outputs of each rule are combined to form a new fuzzy set.

Finally, at the deffuzification stage, the new aggregated
fuzzy set is converted to a number. Our fuzzy logic module
uses the centroid technique which determines the point where
a vertical line divides the combined set into two equal parts.
This deffuzification method is sensitive to all the rules [8] and
it is easy to compute in the resource constrained WSN nodes.

The parameters considered in this work, that will be
combined through fuzzy logic are: number of hops to the
base station and residual energy level. The number of hops
to the base station represents the number of times that a
message must be forwarded to reach the base station and be
further analized. The residual energy level in the nodes is a
critical parameter in WSNs, where nodes are usually battery
powered, and efficient energy saving and balance leads to an
extension of the overall network lifetime. These parameters
are used as an example to show the efficiency of the proposed
technique. Other parameters such as channel properties or
network congestion can be also used, just adapting fuzzy sets
and rules.

The membership functions for the input and output pa-
rameters used in our fuzzy logic model are detailed in Fig.
2. Note that both parameters (number of hops and residual
energy level) are represented with equivalent membership
functions. This simplifies operations in the fuzzy logic engine
and increases its efficiency when executed in the WSN nodes.

For example, considering the number of hops, label1
corresponds to low, label2 to medium and label3 to high.
The values X0 to X4 have been adjusted according to each
input variable. Continuing with the example of residual energy,
X0 = 0, X1 = 25, X2 = 50, X3 = 75, and X4 = 100%,
considering 100% when node batteries are fully charged. Also,
input parameters are characterized into a set of linguistic
values: Number of hops [low, medium, high], Energy Level
[low, medium, high], and Output [low(bad), medium, good
(high)]. Linguistic input values are related to output values
following a set of rules that is defined by an expertise in the
field [14]. The FL system used in this papers follows the rules
defined in Tab. I, that represents rules such as:

label1 label2 label3
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Fig. 2. Membership function.

TABLE I. FUZZY RULE BASE

Energy level Number of hops Output

Low Low Medium
Low Medium Low
Low High Low
Medium Low Medium
Medium Medium Medium
Medium High Low
High Low High
High Medium Medium
High High Low

IF Number of hops is high AND energy level is low
THEN Output is good (high). When new values come to
the fuzzy logic model, they are fuzzified to linguistic values,
and correspondent rules are triggered. To calculate the final
result, the output values are deffuzified to provide a numerical
value that will be used as a metric during the routing process.
According to our rule definition, the higher the value, the more
appropriate the node is to be selected as next hop. In some
occasions, fuzzy logic by itself does not provide the best result.
This can happen due to several reasons:

• Membership functions do not represent all the possible
situations, specially in threshold values between two
consecutive fuzzy sets.

• Rules defined by the expert do not adjust to the
desired behavior, and produce output values that are
not optimal. This is very common, since it is very
difficult to know a priori the results that will be
produced by the system when combining several rules.

• There is noisy input values that will produce an
undesired output value.

To mitigate as much as possible these situations and with
the aim of improving the FL system performance, next section
presents the main contribution of this paper. An assistant mod-
ule that is executed in parallel to the FL system. This assistant
module computes an independent metric by considering the
same parameters as fuzzy logic. In order to break possible
ties and to decide the final output, a decision maker is used to
decide which output value will be considered: the one provided
by fuzzy logic, or the output of the assistant module.

IV. ASSISTANT MODULE FOR FUZZY LO-GIC BASED
ROUTING

In this section, we introduce an Assistant Module (AM),
a simple but effective technique that can significantly improve
the performance obtained with traditional fuzzy logic methods.

When a node i has a packet to send, or it receives a packet
to forward, the routing process is invoked. The Fuzzy Logic



(FL) selects the ID of the next-hop, ID(FL), based on the
values stored in the neighbor table. In parallel, the AM with
access to the neighbor table also selects the next-hop based on
an alternative criterion, which can be denoted as ID(AM). A
Decision Maker module (DM) then selects the next-hop that
will be finally used.

The operation of the AM can be summarized as follows:
when a node i has a packet to send or receives a packet to
forward, the routing process begins by the AM computing a
weight for each neighbor (i.e, neighbor j) based on the cost
function described in (1).

Wij(t) =


ωEj(t)

(
1− Hj(t)

Hmax

)
Ej(t)

<Threshold>
> 1

0
Ej(t)

<Threshold>
≤ 1

(1)

where Ej(t) is the energy level of neighbor j, ω is a control
parameter that simply limits the energy factor ωEj(t) to the
interval [0,1] ∀ j, and Hmax is the maximum number of hops
reported among all the neighbors of node i. Note that the
energy threshold in (1) is used to remove from the selection
process those neighbors j whose energy level is very low.
The rationale of using (1) is that, it produces a good balance
between energy and the hop count in the form of a simple
compound metric. Next, the AM selects the neighbor with
highest evaluation value as a next hop and sends its ID to
the decision maker.

The processing of the Decision Maker module is summa-
rized in Alg. 1. If the selections made by the FL and AM
modules matches, then the selected node will become the
next-hop and data will be sent to it. Otherwise, the DM runs
a basic sequence of tie-breaking rules until the next-hop is
selected. The main contribution of this paper is to show how
this combined selection outperforms any possible selection of
the isolated fuzzy logic.

The use of the AM in conjunction with traditional fuzzy
logic is called Improved-Fuzzy (I-Fuzzy). A performance
evaluation of the proposed mechanism and comparison with

Algorithm 1: The Decision Maker

Inputs : {ID(FL), E(FL)
ID , H

(FL)
ID }, {ID(AM), E(AM)

ID , H
(AM)
ID }

Output: next-hop node

1 foreach packet to be forwarded do

2 if ID(FL) == ID(AM) then
3 send the packet to the selected neighbor;
4 // tie-breaking rules;

5 else if (E(FL)
ID > E(AM)

ID ) && (H
(FL)
ID < H

(AM)
ID ) then

6 choose ID(LA) as the next-hop;

7 else if (E(FL)
ID < E(AM)

ID ) && (H
(FL)
ID > H

(AM)
ID ) then

8 choose ID(AM) as the next-hop;
9 else choose the one with the highest energy;

the traditional fuzzy logic and minimum hop count methods
is presented.

V. EVALUATION

This section presents a performance evaluation of the
Improved-Fuzzy mechanism by comparing it to Fuzzy-based
routing, and to Minimum Hop Routing (MHR) [7] as a
basic routing protocol. The GloMoSim simulator developed by
UCLA [21] was used to realize the simulations. The simulation
model and the results obtained are described below.

A. Simulation Model

The simulation surface considered was 500 m × 500 m.
The radio range was set to 50 m, with an available bandwidth
of 2 Mbps, a radio transmission(TX) power of −7.0 dBm,
and packet size is 512 bits. Each simulation had a 150-minute
duration, and the tests were run under various conditions, such
as with different numbers of nodes, namely, 800, 900, and
1000 nodes, and with 10 different seeds. During simulation, a
sensor is randomly selected every 10 seconds, which initiates
a packet transmission to one of its neighbors towards the
base station S. Moreover, node placements in the terrain were
selected randomly. It is worth mentioning that, even though the
placement and initial energy of the nodes were set randomly,
once those factors were set, they remained fixed for rest of the
trials to obtain comparable results across experiments.

The simulation model comprises two different scenarios:

Scenario I—In this scenario, we assume a critical situation,
where the energy levels for transmission mode are very low
(i.e. 0.00005 W). Under these conditions, we evaluate the
different routing schemes considering three different tests:

Test 1: Time until the first path is broken—When a node
wants to send/forward a data packet but no alive neighbors
are available, it leads to a path break. This test is one of the
indicators of the effectiveness of routing schemes in terms of
energy management and traffic balance.

Test 2: Number of broken paths—This test computes the
total number of paths that fail for each routing scheme during
a simulation period of 150 minutes.

Test 3: Number of node failures at the end of the
simulation—This test computes the total number of nodes that
fail for each routing scheme during a simulation period of 150
minutes.

Test 4: Percentage of packet deliveries at the end of
the simulation— The efficiency of packet delivery is another
important factor for determining protocol quality. Scenario
II—In this scenario, the nodes’ energy level is set sufficiently
high so as to avoid experiencing node failures during the
simulation runtime. Our goal in this case is to compare the
fairness in terms of path distribution and energy consumption.
In order to avoid bias in the comparison, we ensure that all the
routing schemes transmit the same amount of data, and that
this occurs without node failures. We carry out two tests to
examine how the routing schemes save and manage energy in
regular operation mode.

Test 5: Variance in the remaining energy levels of the
neighbors of base station S—This test makes it possible to see
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Fig. 3. Simulation Results.

which routing scheme is best at performing energy balancing
among the nodes closest to the base station.

Test 6: Effect of AM on Fuzzy decisions— To understand
the role of the Assistant Module in fuzzy decisions, this test
analyzes the impact of AM decisions in the selection of the
next hop.

B. Simulation Results

1) Scenario I: In case of no live neighbor available to be
selected as a next hop, a path broke occurs. Fig. 3(a) details
the outcome of Test 1 (i.e., the time elapsed until the first
path is broken). These results provide a first indication of
the performances obtained with the different routing schemes
under evaluation, since once that path break happens, new
routes must be selected, and data loss occurs. It can be
observed that the first path failures are relatively similar for
the basic fuzzy and MHR methods. As indicated in Fig. 3(a),
when using the Assistant Module, the first path fails only after
∼ 80 to ∼ 100 minutes depending on the number of nodes
present in the network. These results show that the use of I-
Fuzzy provides an improved load balancing among network
nodes, allowing them to use all the possible data paths for
longer than is possible with the other approaches.

As time goes by, more paths are broken. Figure 3(b)
shows the number of path breaks after 150 minutes for all
the approaches. The best performance for this test is achieved
by the I-Fuzzy method, outperforming the other approaches

thanks to its better network load distribution. It is worth
mentioning that as the number of nodes grows, the amount of
broken paths decreases, since more nodes are available, and
thus more paths can be selected.

During network operation, it is desirable that all nodes or at
least as many as possible, are available to be selected as next
hops and thus ensuring correct packet routing. When nodes
run out of energy, they start to fail, and the overall network
performance is at risk. Fig. 3(c) shows the number of node
failures observed in the experiments. It can be observed that
the number of nodes that fail for the I-Fuzzy scheme much
less than in the other approaches. Just as with the number of
broken paths, as the network size increases, more nodes are
available to be selected as next hops, providing for better load
balancing and enabling nodes to stay alive longer.

Fig. 3(d) shows the percentage of successful packet deliv-
eries after 150 minutes for all the approaches. Again, the best
results for this test are for the I-Fuzzy approach, thanks to
the load balance and better decision making performed by this
technique. It is worth mentioning that as the number of network
nodes grows, packet delivery increases for all the approaches,
due to the higher number of available paths in the network.

2) Scenario II: This second scenario is designed to evaluate
the load distribution and fairness in terms of packet transfer.
As mentioned earlier, in this case the batteries are not in a
critical state, and thus, we can examine the regular behavior
of the different routing schemes normal situations.



How the load is distributed among network nodes will
directly impact the overall network performance, as will the
amount of energy available in the nodes. The nodes located
close to the base station (i.e., the base station neighbors) are
critical, since all the information coming from the rest of the
network will have to be forwarded by them in order to reach
the base station. How the energy is distributed among these
nodes is an indicator of the likely node and path failures, and
the consequent risk of network disconnection and data loss.

The variance of the remaining energy levels of the base
station neighbor nodes is shown in Fig. 3(e). The lower the
variance is, the better the load has been distributed, and the
better the overall performance. I-Fuzzy and simple Fuzzy ap-
proaches achieve better results compared to the MHR method,
indicating that a fairer distribution of energy consumption has
been achieved. The use of MHR ensures shorter routes, but
does not consider load balance, and so nodes in the most-used
routes are quickly exhausted causing path break and data loss
faster than in the other approaches.

To conclude, Fig. 3(f) shows the breakdown of the deci-
sions made by the Decision Maker, indicating the fractions
when the selection coincides with the one made by Assistant
Module (AM) as well as the fraction where both methods
(fuzzy logic and AM) agree in their next hop selection. The
results exposed in Fig. 3(f) show that the AM has an important
role in making decision and improving the quality of fuzzy
logic decisions as it corrected close to 50 percent of the fuzzy
logic decisions.

VI. CONCLUSIONS

Routing is one of the most critical stages in WSNs opera-
tion. The correct selection of the next hop directly affects the
overall network performance in terms of network congestion,
end-to-end delay and energy consumption.

Several techniques have been proposed in the literature to
increase the efficiency of routing in WSNs, but most of them
have something in common: consider one or several parameters
to evaluate the current state of network nodes as a base to make
decisions.

Fuzzy logic is a decision making technique that is able
to combine several parameters into one single metric and that
has shown good performance for the improvement of routing
performance in WSNs. Despite of these improvements,some
issues can arise, and fuzzy logic can be improved upon. This
paper has proposed a simple and effective solution that can
work in combination with fuzzy logic, called the Improved-
Fuzzy method. This solution is composed of an Assistant
Module that computes an independent metric by considering
the same parameters as fuzzy logic. A Decision Module has
been also proposed to decide which output value will be
selected: the one provided by the fuzzy logic module, or the
output of the Assistant Module, the I-Fuzzy approach.

The experimental evaluation shows that I-Fuzzy outper-
forms traditional fuzzy logic decision making. Furthermore,
a minimum hop routing approach has also been considered
in the experiments in order to show a fair comparison with a
classic routing approach.
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