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Abstract: This paper aims at presenting an anticipative a$ftelriven approach to help enterprises to enhance
their ability to interoperate within collaboratiyegrocesses before their implementation. This redefocuses on
the verification of interoperability requirementsteroperability characterizes the aptitude to escbe and to
share flow of any kinds. Thus in a collaborativertext, it takes an important place for enterprieattwant to
improve their competitiveness in a globalized esrwinent. This research aims to anticipate the ptessffects

of non-interoperability, to evaluate their impaat performance(s) or risky situations to be managad to
develop corrective actions.
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1. Introduction

Nowadays, the notion of collaboration covers mangpes such as industrial activities
management system, health care system, crisis reareay system... In the frame of
collaborative processes, most of services (ressygrganizations, actors ...) are involved to
accomplish a mission and to reach given objectiliessuch context, the services have to
make collaboration successful; they must guaratiteig coordination and synchronization,
but also their availability, their capacities ankiliies to interact all along collaborative
process. This must be done from an autonomous mamdewithout any disturbance, loss of
performance or risk for the enterprises and prodessn the last years, the improvement of
interoperability is became a major issue to endbtee respect of the points previously
mentioned and furthermore to ensure the peremniadit the collaboration. Indeed,
interoperability is defined (IDEAS, 2003) aghé ability of interaction between enterprise
applications at three enterprise levels: data, aggtion and process As a consequence, the
here presented research is related to the develdpoh&oncepts, mechanisms of reasoning
and methodology in order to characterize, to dedeck to anticipate the effects of the non-
interoperability in collaborative processea the verification of interoperability requirements.

This article is structured as follows. Section aduces and argues the problematic, the
needs covered by this research work and the prdposgthodology composed of different
steps. These different steps are presented andogedesuccessively in section 3, section 4
and section 5. Finally section 6 outlines the pectipes of this research.

2. Problematic and position

Collaboration between enterprises connotes a morabte and pervasive relationship for
commitment to a common mission (Kvan, 2000). Sudlaboration can take place between

1



services of different enterprises working togetl@ad may be deployed throughout a
collaborative process. A collaborative process bandefined as “process whose activities
may belong to different organization” (Aubet al., 2002). This kind of process evokes the
classical notion of collaboratiare. the interaction between actors during a work. Tinbsk

is done with some particularities of distributioh responsibilities, synchronicity of actors,
simultaneity or parallelism of activitiegc.. In the industrial context, each interaction rbay
materialized by a set of flows from different na&uknowledge, data, skills, but also energy,
material, product or finance. A collaborative preséiighlights a complex context due to
multi domain, multi disciplinary, multi tools andutti actors, even geographically distant. In
summary, collaborative process represents todagwawuision of the organization aiming to
support a new working approach and inducing to ldgveew skills and new means for each
actor in enterprise but whose results are closeketl to the ability of interoperability of
actors and above all, the enterprises themselles, internal organization, resources, skills
and behaviors.

The complexity of services or enterprises involiegrocess, the complexity induced by the
required interactions between these services, dirgdufluctuant market environment, have to
be understood and analyzed in order to detectyifdysfunction mode, improper resources
profiles, risks, delays, loss of performance during collaboration. As a consequence, the
here proposed research work aims to help thesesactaletect interoperability problems and
cover the four followings needs:

- This analyze must be guidedThis requires to define clearly the interopeigbil
problematic between partners, and to establishteofséormal and valid interoperability
requirements.

- This analyze must be done by focusing on collabotige process modelsllowing
to reason and finally to anticipate the interopéitgbproblems before its runtime. This
induces the use of modeling languages and framewdokvever, these ones have to be
enriched in order to take into consideration therwperability problematic.

- This analyze must be automated so far as possibl€his induces to develop and to
apply reasoning mechanisms allowing to verify ttegjuirements are fulfilled all along the
collaborative process.

- This analysis must be done in an anticipative wayn order to reduce risky
situations, loss of performance...

Thus, this research work aims to develop an Arditye Effects-Driven Approach (AEDA)
to perform the four needs identified and defineglvusly in order to anticipate the possible
effects (desired, undesired, good, harmful) of mderoperability and to develop corrective
actions. The expected results of the implementatbnthe anticipative effects-driven
approach are to allow actors:

- To formulate and formalize interoperability neetlise result is a set of requirements to
guarantee interoperability. These requirements iibesatisfied by the collaborative process.
As a consequence, this set of requirements has fortmalized into properties with formal
language to make verification possible.

- To model the collaborative process taking into aot® these interoperability
requirements.



- To prove the collaborative process checks the rdiffeinteroperability requirements
in order to detect potential lack of interoperabiliFormal verification techniques (model
checkers) and simulation are used.

The principles of the approach are presented ifidlleving figure.

Model of
system

Requirements

Properties
\

Analysis

Figure 1: The principles of the anticipative eftedriven approach

This paper focuses on the conceptual principle BDA, especially on the formulation and
the formalization of interoperability requirement§he collaborative process modeling
approach and the checking techniques will be shorttoduced.

In the following sections the different steps of firoposed methodology are presented. The
next section presents how interoperability requeets are first conceptualized and
formalized. Then, the collaborative process modadl #he interoperability analysis are
presented successively in section 4 and section 5.

3. Interoperability requirements

To identify and to structure interoperability asgsedifferent interoperability frameworks
have been developed. Following the same approatdrpperability requirements can be (1)
clearly identified according to the interoperaliléspects that have to be considered and, (2)
consistently structured by their positioning imteiroperability framework.

a) Interoperability framework

As soon as different services or enterprises paetsnteroperable, they are able to collaborate
more efficiently. Indeed, Interoperability is a prquisite for efficient collaboration. In order
to make interoperability possible, several aspbetge to be taking into consideratioad.
interoperability problems, interoperability apprbac). To structure these different aspects,
interoperability frameworks have been developeddifierent domains (EIF, 2004; e-
Government Unit, 2005). In the field of enterprisgeroperability, the framework developed
in (Chenet al., 2007) proposes to consider two fundamental inenamlity aspects such as
“interoperability barriers” and “interoperabilitpacerns”.

Interoperability barriers mean an incompatibilitysismatch which obstructs the sharing and
exchanging of flow. There are three main kinds afriers: conceptual, technological and
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organizational. Conceptual barriers are concerneith vihe syntax and semantic
incompatibilities of flow to be exchanged. Techrgtal barriers are concerned with the use
of computer or ICT (Information and Communicatioechnology) to communicate and
exchange flow. Finally, organizational barriers amncerned with the incompatibilities of
organization structure and management techniquelemented.

Furthermore, interoperability concerns represefiemint levels of interaction between two
parts. These include four levels: data, servicecgss and business. Data refers to operate
together different data models and the use of iffequery languages. Service is concerned
with identifying, composing and operating togetharious applications and also functions of
the company or of the networked enterprises. Psoagss to make various processes work
together. Finally, business refers to work in haniped way at the levels of organization.

The following figure represents the enterprise rioperability framework with these two
basics dimensions such as “interoperability cor€eand “interoperability barriers”.

=, s
4

CONCEPTUAL TECHNOLOGICAL ORGANISATIONAL

cOnCRms

BUSINESS

PROCESS

SERVICE

DATA

Figure 2: The Enterprise Interoperability Framework

Several works, based on this framework to addreslgms of interoperability, have been
developed from the last years. For instance, irclipa&t al.,2008) a matrix of compatibility
based on this framework was proposed to measureatdsity and to inform enterprises on
the attendance (or not) of interoperability prolderdowever, interoperability requirements
were not formalized and hardly exploitable.

b) Interoperability requirements

The goal is to obtain a set of interoperabilityuegments those services or enterprise parts
have to satisfy. Requirement can be definedaastdtement that specifies a function, ability
or a characteristic that a product or a system naagisfy in a given contéxtScukanecet al.,
2008).

Works related to the formulation of interoperalyiliequirements were proposed in (Blagic
al., 2007) as rules of interoperability. Five rulesrieroperability were identified. However,
these rules are generic and are not consisteriijeceto the interoperability framework (in
terms of interoperability concerns and interopdiigiharriers), thus they are hard to integrate
and to use within a formal verification of interogbility requirements.

Furthermore, formalizing interoperability requirem® needs classically to focus on
compatibility of services. However, it is to nothat ‘two interoperable services are
compatible but two compatible services are not ss@ely interoperablé (Kasunic et al.,
2004). As a consequence, requirements relatedetedampatibility can be considered as not
insufficient especially because of their staticeaspThey remain independent of time and
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from the behavior of each service or from the emvinent in which the services have to be
interconnected. Thus, the ability to interact dejsenot only of the compatibility but also of
the behavior of services and the moving environm&hey influence how and when the
interaction can be efficient. This statement lesdsonsider a second sort of requirements
called “interoperation requirements” and relatedht® dynamic aspect of the interaction. In
summary interoperability requirements can be deas®g in two types:

Interoperability requirements = Compatibility reggments and Interoperation requirements

Thus, these two types of interoperability requirateeare formulated according to the
interoperability framework previously presented.r Fexample, at the service level,
interoperability deals with (1) the interoperatignean of transport, environment ...) and (2)
the compatibility between the service providet) (8d service demander fSas shown in
figure 3. The lack of interoperability can occurorfr the two services or from the
interoperation itself.

Compatibility

/ requirements \
S1 S2

I

Interoperation
requirements

Figure 3: The decomposition of the interoperabiléguirements between two services.

In order to better structure, to represent andetaiblinteroperability requirements the concept
of causal tree can be developed. Precisely, a caasaallows to:

- Represent, structure and formalize the requirerftent an unambiguous manner and;

- To authorize reasoning mechanisms to be appliedder to verify these requirements
by the use of techniques such as verification amdlation.

The here proposed causal tree is based on theopet@bility framework’s dimensions
presented previously. Thus, the first level of ttee represents the different interoperability
concerns (business, process, service and datagedoad level represents both compatibility
requirements and interoperation requirements. Thied tlevel allows differentiating
interoperability barriers (conceptual, technolobyiead organizational). Finally, the next
levels allow to represent the different requirersemhich can induce a loss of interoperability
if one of them is disrespected. The path followethe causal tree allows to target exactly the
problem of interoperability as shown in figure 4.
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Figure 4: The Interoperability requirements caissd

To get an idea of these requirements, some exarfgslesmpatibility requirements related to
the interoperability barriers in the level of see/iare presented.

In the field of conceptual interoperability, oneque@ement may be formulated a3wo
services which aim to interoperate efficiently muste a clear definition of semantic of their
name to avoid ambiguities and confusion.

In the field of technological interoperability, onequirement can be expressed suchTago"
services which aim to interoperate together muspase of compatible to6lso assume
information exchange.

Last, in the field of organizational interoperalyilione of requirement can be formulated as
“Two services which aim to interoperate togethertrhase responsibility defineédo know
who is responsible for doing what.

All the interoperability requirements presented \sb@re deployed in the interoperability
causal tree given in figure 5.

Semantic
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Figure 5 : Some interoperability requirements folatian in the interoperability causal tree

To check these requirements, they must be formhliméo properties. Different ways to
formalize requirements are proposed in the liteeatéor instance, (Evradt al., 2008) has



developed mechanisms allowing to refine needs ratpuirements then properties and to
allocate properties to components. The refinemegites the requirement model more and
more formal and, by the addition of successiveildetthe allocation identifies components
that realize a specific requirement. These mechaidelp, thereafter, to formalize
interoperability requirements into properties irder to facilitate their verification. The
truthfulness of these properties are verified mtoodel of the collaborative process.

4. Collaborative process model

The collaborative process model allows to descwiib a systemic approach, the behavior,
the functions and the organization of the systehe doal is to obtain a correct model which
can be exploitable in order to extract the obstacfanteroperability.

The complexity of a collaborative process requities use of a systemic approach. The
modeling of collaborative process with a systenpigraach provides (Le Moigne, 1977):

- Finalities and objectives of the system,

- Components of the system : elements which compmseystem and the relationships
between them,

- Limits of the system identification of elements which do not belonghe system,

- Interactions of the system with its environmenhgpes of relationships and influences
able to lead to modifications of the system,

- Functions that the system provides,
- Dynamics of evolution.

The analysis of the respect or the disrespect efitteroperability requirements will be
performed according to this collaborative processdeh Thus, this collaborative process
model has to take in consideration the interopétalproblematic dimension (interoperability
barriers, interoperability concerns) by the enrielmtnof modeling language used.

5. Interoperability requirements analysis: proof and smulation

Requirements must be checked on the modefor each service or enterprise part involved
in the collaborative process. Formal verificati@thniques based on model checking and
simulation are used.

Verification aims to answer the question:"Do we Iéuhe model correctly?” The goal is
classically to prove consistency of the model andehsure proper use of modeling
(Chapurlat, 2007). In our case, verification teciugis are used to check the interoperability
requirements on the collaborative process model.

To verify interoperability requirements, there am® techniques that depend of the types of
interoperability requirements (compatibility reqenments, interoperation requirements). The
first technique allows to check the static requieatsi.e. the compatibility requirements. It is
based on the use of Conceptual Graphs as propasé@fogueet al., 2009). The second



technique allows us checking the dynamic requirédsiem the interoperation requirements.
In this case, model checking is used on the behaluioodel of the process. Verification with
models checkers (UppaalSMV?, Kronos...) (Behrmannet al, 2004; McMillan, 1992;
Yovine, 1997) requires two phases. The first phamesists to describe or to generate the
behavioral model of the process. The second phassists to reformulate the interoperation
requirements described in the causal tree underfdime of properties by using formal
language such as temporal logic (Schnoebelen, 2@2)UPSL (Unified Properties
Specification language) (Lamine, 2001). Then, thagple of a model checker is to verify
exhaustively properties by using temporized ancheagdly constrained automata describing
the behavior of the pointed out system. A modelckbe responds with true or false if a
property is satisfied or not and, in the secon@ cgiwves a counter example.

Moreover, simulation can be used as a perspectitias research to help detection of failure,
risky situations or even some events occurren@eetin the process behavior. In this way, it
allows to evaluate the impact of some potentiak laicinteroperability. These are the reasons
for which the research proposes to use simulatioth ®rmal proof in order to check
interoperability requirements. If interoperabilitgquirements are not satisfied, corrective
actions will be developed to tackle the obstacfemnceffective collaboration.

6. Conclusion

In collaborative context, the development of inpEn@bility is became a crucial question for

enterprises that want to gain competitiveness glohalized environment. This paper has
presented the foundation of an approach that alkwsrprises to detect and to anticipate the
effects on non-interoperability between them. Thisproach is based on the formal

verification of interoperability properties that terprises have to respect in order to
interoperate efficiently and furthermore, to impedheir collaboration.

At this stage, the here presented research focustee development of a complete referential
of interoperability requirements. Future is coneernby the transformation of these
requirements into formal properties and their asialyia model checking and simulation

tools.
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